	General Services Administration
	Terremark Federal Group LLC Proposal for a GSA Schedule



AUTHORIZED INFORMATION TECHNOLOGY SCHEDULE PRICELIST
GENERAL PURPOSE COMMERCIAL INFORMATION TECHNOLOGY 
EQUIPMENT, SOFTWARE AND SERVICES

Special Item No. 132-51 Information Technology Professional Services 
Special Item No. 132-52 Electronic Commerce Services
Note:  All non-professional labor categories must be incidental to and used solely to support hardware, software and/or professional services, and cannot be purchased separately.
SPECIAL ITEM NUMBER 132-51 - INFORMATION TECHNOLOGY (IT) PROFESSIONAL SERVICES

	FPDS Code D301
	IT Facility Operation and Maintenance

	FPDS Code D302
	IT Systems Development Services

	FPDS Code D306
	IT Systems Analysis Services

	FPDS Code D307
	Automated Information Systems Design and Integration Services

	FPDS Code D308
	Programming Services

	FPDS Code D310
	IT Backup and Security Services

	FPDS Code D311
	IT Data Conversion Services

	FPDS Code D313
	Computer Aided Design/Computer Aided Manufacturing (CAD/CAM) Services

	FPDS Code D316
	IT Network Management Services

	FPDS Code D317
	Creation/Retrieval of IT Related Automated News Services, Data Services, or Other Information Services (All other information services belong under Schedule 76)

	FPDS Code D399
	Other Information Technology Services, Not Elsewhere Classified


Note 1:
All non-professional labor categories must be incidental to and used solely to support hardware, software and/or professional services, and cannot be purchased separately.

Note 2:
Offerors and Agencies are advised that the Group 70 – Information Technology Schedule is not to be used as a means to procure services which properly fall under the Brooks Act.  These services include, but are not limited to, architectural, engineering, mapping, cartographic production, remote sensing, geographic information systems, and related services.  FAR 36.6 distinguishes between mapping services of an A/E nature and mapping services which are not connected nor incidental to the traditionally accepted A/E Services.

Note 3:
This solicitation is not intended to solicit for the reselling of IT Professional Services, except for the provision of implementation, maintenance, integration, or training services in direct support of a product.  Under such circumstances the services must be performance by the publisher or manufacturer or one of their authorized agents.

SPECIAL ITEM NUMBER 132-52 - ELECTRONIC COMMERCE (EC) SERVICES
	FPDS Code D304
	Value Added Network Services (VANs)

	FPDS Code D304
	E-Mail Services

	FPDS Code D304
	Internet Access Services

	FPDS Code D304
	Navigation Services

	FPDS Code D399
	Other Data Transmission Services, Not Elsewhere Classified - Except “Voice” and Pager Services
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Miami, Florida 33131

(703) 886-4328
www.terremark.com
Contract Number:
GS-35F-0073U


Period Covered by Contract:
October 31, 2007 –  October 30, 2017
General Services Administration
Federal Acquisition Service

Pricelist current through Modification # PO-0046 dated November 26, 2013

Products and ordering information in this Authorized Information Technology Schedule Pricelist are also available on the GSA Advantage! System (http://www.gsaadvantage.gov).  
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1 Information for Ordering Activities Applicable to All Special Item Numbers
1.1 Special Notice to Agencies:  Small Business Participation

SBA strongly supports the participation of small business concerns in the Federal Acquisition Service. To enhance Small Business Participation SBA policy allows agencies to include in their procurement base and goals, the dollar value of orders expected to be placed against the Federal Supply Schedules, and to report accomplishments against these goals.  

For orders exceeding the micropurchase threshold, FAR 8.404 requires agencies to consider the catalogs/pricelists of at least three schedule contractors or consider reasonably available information by using the GSA Advantage!( online shopping service (www.gsaadvantage.gov). The catalogs/pricelists, GSA Advantage!( and the Federal Acquisition Service Home Page (www.gsa.gov/fas) contain information on a broad array of products and services offered by small business concerns. 

This information should be used as a tool to assist ordering activities in meeting or exceeding established small business goals. It should also be used as a tool to assist in including small, small disadvantaged, and women-owned small businesses among those considered when selecting pricelists for a best value determination. 

For orders exceeding the micropurchase threshold, customers are to give preference to small business concerns when two or more items at the same delivered price will satisfy their requirement.

1. GEOGRAPHIC SCOPE OF CONTRACT:

Domestic delivery is delivery within the 48 contiguous states, Alaska, Hawaii, Puerto Rico, Washington, DC, and U.S. Territories.  Domestic delivery also includes a port or consolidation point, within the aforementioned areas, for orders received from overseas activities.

Overseas delivery is delivery to points outside of the 48 contiguous states, Washington, DC, Alaska, Hawaii, Puerto Rico, and U.S. Territories.

Offerors are requested to check one of the following boxes:

[  ]
The Geographic Scope of Contract will be domestic and overseas delivery.

[  ]
The Geographic Scope of Contract will be overseas delivery only.

[X]
The Geographic Scope of Contract will be domestic delivery only.

For Special Item Number 132-53 Wireless Services ONLY, if awarded, list the limited geographic coverage area:

____________________________________________________________________________________

2. CONTRACTOR’S ORDERING ADDRESS AND PAYMENT INFORMATION:
Ordering Address: 

Terremark Federal Group LLC
460 Springpark Place, Suite 1000

Herndon, VA 20170

Ph. 703-964-8928

Fax 703-955-7345

Payment Information:


Lockbox
Regular Mail: 

Terremark Federal Group LLC




PO Box 864335





Orlando, FL  32886-4335

Overnight Mail: 
Terremark Federal Group LLC




Lockbox # 864335





11050 Lake Underhill Rd. 





Orlando, FL  32825

ACH:


Terremark Federal Group LLC




Acct #:  2000037372042





ABA#:  067006432





Wachovia Bank, N.A.





200 S. Biscayne Boulevard





Annex FL 6087





Miami, FL  33131

Wires: 


Terremark Federal Group LLC




Acct #:  2000037372042





ABA#:  063000021





Wachovia Bank, N.A.





200 S. Biscayne Boulevard





Annex FL 6087





Miami, FL  33131


Credit Cards

Government purchase cards are accepted. 

Contractor must accept the credit card for payments equal to or less than the micro-purchase for oral or written orders under this contract.  The Contractor and the ordering agency may agree to use the credit card for dollar amounts over the micro-purchase threshold (See GSAR 552.232-79 Payment by Credit Card).   In addition, bank account information for wire transfer payments will be shown on the invoice.
The following email address can be used by ordering activities to obtain technical and/or ordering assistance:

tfgcontacts@terremark.com
3. LIABILITY FOR INJURY OR DAMAGE

The Contractor shall not be liable for any injury to ordering activity personnel or damage to ordering activity property arising from the use of equipment maintained by the Contractor, unless such injury or damage is due to the fault or negligence of the Contractor.

4. STATISTICAL DATA FOR GOVERNMENT ORDERING OFFICE COMPLETION OF STANDARD FORM 279: 

Block 9:  G.  Order/Modification Under Federal Schedule Contract    
Block 16:  Data Universal Numbering System (DUNS) Number:  __782957927______
Block 30:  Type of Contractor: ___C. Large Business
Block 31:  Woman-Owned Small Business - ___No______
Block 37:  Contractor's Taxpayer Identification Number (TIN):  __203-169-768______
Block 40:  Veteran Owned Small Business (VOSB): _____No ____________________

4a.
CAGE Code:  ___4GNJ1__________
4b.
Contractor has registered with the Central Contractor Registration Database.
5. FOB DESTINATION    N/A
6. DELIVERY SCHEDULE

1. TIME OF DELIVERY:  The Contractor shall deliver to destination within the number of calendar days after receipt of order (ARO), as set forth below:

SPECIAL ITEM NUMBER
DELIVERY TIME (Days ARO)

132-51    Delivery is 30 calendar days after receipt of a valid, acceptable order, or as negotiated and mutually agreed for each individual delivery/task order.
132-52   Delivery is 30 calendar days after receipt of a valid, acceptable order, or as negotiated and mutually agreed upon for each individual delivery/task order.
2. URGENT REQUIREMENTS:  When the Federal Supply Schedule contract delivery period does not meet the bona fide urgent delivery requirements of an ordering activity, ordering activities are encouraged, if time permits, to contact the Contractor for the purpose of obtaining accelerated delivery.  The Contractor shall reply to the inquiry within 3 workdays after receipt.  (Telephonic replies shall be confirmed by the Contractor in writing.)  If the Contractor offers an accelerated delivery time acceptable to the ordering activity, any order(s) placed pursuant to the agreed upon accelerated delivery time frame shall be delivered within this shorter delivery time and in accordance with all other terms and conditions of the contract

7. DISCOUNTS:  Prices shown are NET Prices; Basic Discounts have been deducted.

3. Prompt Payment:  None

4. Quantity:  None

5. Dollar Volume:  None

6. Government Educational Institutions:   Government Educational Institutions are offered the same discounts as all other Government customers.

7. Other:  Payment Terms – Net 30 Days

8. TRADE AGREEMENTS ACT OF 1979, as amended:

All items are U.S. made end products, designated country end products, Caribbean Basin country end products, Canadian end products, or Mexican end products as defined in the Trade Agreements Act of 1979, as amended.

9. STATEMENT CONCERNING AVAILABILITY OF EXPORT PACKING: N/A
10. Small Requirements:  The minimum dollar value of orders to be issued is $ 100.00
11. MAXIMUM ORDER (All dollar amounts are exclusive of any discount for prompt payment.)

8. The Maximum Order value for the following Special Item Numbers (SINs) is $500,000:

Special Item Number 132-51 - Information Technology Professional Services
Special Item Number 132-52 - Electronic Commerce (EC) Services
12. ORDERING PROCEDURES FOR FEDERAL SUPPLY SCHEDULE CONTRACTS

Ordering activities shall use the ordering procedures of Federal Acquisition Regulation (FAR) 8.405 when placing an order or establishing a BPA for supplies or services.  These procedures apply to all schedules.

9. FAR 8.405-1 Ordering procedures for supplies, and services not requiring a statement of work.

10. FAR 8.405-2 Ordering procedures for services requiring a statement of work.
13.  FEDERAL INFORMATION TECHNOLOGY/TELECOMMUNICATION STANDARDS REQUIREMENTS:  ordering activities acquiring products from this Schedule must comply with the provisions of the Federal Standards Program, as appropriate (reference:  NIST Federal Standards Index).  Inquiries to determine whether or not specific products listed herein comply with Federal Information Processing Standards (FIPS) or Federal Telecommunication Standards (FED-STDS), which are cited by ordering activities, shall be responded to promptly by the Contractor.
13.1
FEDERAL INFORMATION PROCESSING STANDARDS PUBLICATIONS (FIPS PUBS): Information Technology products under this Schedule that do not conform to Federal Information Processing Standards (FIPS) should not be acquired unless a waiver has been granted in accordance with the applicable "FIPS Publication."  Federal Information Processing Standards Publications (FIPS PUBS) are issued by the U.S. Department of Commerce,  National Institute of Standards and Technology (NIST), pursuant to National Security Act.  Information concerning their availability and applicability should be obtained from the National Technical Information Service (NTIS), 5285 Port Royal Road, Springfield, Virginia  22161.  FIPS PUBS include voluntary standards when these are adopted for Federal use.  Individual orders for FIPS PUBS should be referred to the NTIS Sales Office, and orders for subscription service should be referred to the NTIS Subscription Officer, both at the above address, or telephone number (703) 487-4650.

13.2
FEDERAL TELECOMMUNICATION STANDARDS (FED-STDS):  Telecommunication products under this Schedule that do not conform to Federal Telecommunication Standards (FED-STDS) should not be acquired unless a waiver has been granted in accordance with the applicable "FED-STD."  Federal Telecommunication Standards are issued by the  U.S. Department of Commerce, National Institute of Standards and Technology (NIST), pursuant to National Security Act. Ordering information and information concerning the availability of FED-STDS should be obtained from the GSA, Federal Acquisition Service, Specification Section, 470 East L’Enfant Plaza, Suite 8100, SW, Washington, DC  20407, telephone number (202)619-8925.  Please include a self-addressed mailing label when requesting information by mail.  Information concerning their applicability can be obtained by writing or calling the U.S. Department of Commerce, National Institute of Standards and Technology, Gaithersburg, MD  20899, telephone number (301)975-2833.

14. CONTRACTOR TASKS / SPECIAL REQUIREMENTS (C-FSS-370) (NOV 2003)  FSS A/L FC 01-5
11. Security Clearances:  The Contractor may be required to obtain/possess varying levels of security clearances in the performance of orders issued under this contract.  All costs associated with obtaining/possessing such security clearances should be factored into the price offered under the Multiple Award Schedule.

12. Travel:  The Contractor may be required to travel in performance of orders issued under this contract.  Allowable travel and per diem charges are governed by Pub .L. 99-234 and FAR Part 31, and are reimbursable by the ordering agency or can be priced as a fixed price item on orders placed under the Multiple Award Schedule.  Travel in performance of a task order will only be reimbursable to the extent authorized by the ordering agency.  The Industrial Funding Fee does NOT apply to travel and per diem charges.

13. Certifications, Licenses and Accreditations:  As a commercial practice, the Contractor may be required to obtain/possess any variety of certifications, licenses and accreditations for specific FSC/service code classifications offered.  All costs associated with obtaining/ possessing such certifications, licenses and accreditations should be factored into the price offered under the Multiple Award Schedule program.

14. Insurance:  As a commercial practice, the Contractor may be required to obtain/possess insurance coverage for specific FSC/service code classifications offered.  All costs associated with obtaining/possessing such insurance should be factored into the price offered under the Multiple Award Schedule program.

15. Personnel:  The Contractor may be required to provide key personnel, resumes or skill category descriptions in the performance of orders issued under this contract.  Ordering activities may require agency approval of additions or replacements to key personnel.

16. Organizational Conflicts of Interest:  Where there may be an organizational conflict of interest as determined by the ordering agency, the Contractor’s participation in such order may be restricted in accordance with FAR Part 9.5.

17. Documentation/Standards:  The Contractor may be requested to provide products or services in accordance with rules, regulations, OMB orders, standards and documentation as specified by the agency’s order.

18. Data/Deliverable Requirements:  Any required data/deliverables at the ordering level will be as specified or negotiated in the agency’s order.

19. Government-Furnished Property:  As specified by the agency’s order, the Government may provide property, equipment, materials or resources as necessary.

20. Availability of Funds:  Many Government agencies’ operating funds are appropriated for a specific fiscal year.  Funds may not be presently available for any orders placed under the contract or any option year.  The Government’s obligation on orders placed under this contract is contingent upon the availability of appropriated funds from which payment for ordering purposes can be made.  No legal liability on the part of the Government for any payment may arise until funds are available to the ordering Contracting Officer.

21. Overtime:  For professional services, the labor rates in the Schedule should not vary by virtue of the Contractor having worked overtime.  For services applicable to the Service Contract Act (as identified in the Schedule), the labor rates in the Schedule will vary as governed by labor laws (usually assessed a time and a half of the labor rate).

15. CONTRACT ADMINISTRATION FOR ORDERING ACTIVITIES:  Any ordering activity, with respect to any one or more delivery orders placed by it under this contract, may exercise the same rights of termination as might the GSA Contracting Officer under provisions of FAR 52.212-4, paragraphs (l) Termination for the ordering activity’s convenience, and (m) Termination for Cause (See 52.212-4)
16. GSA ADVANTAGE! 

GSA Advantage! is an on-line, interactive electronic information and ordering system that provides on-line access to vendors' schedule prices with ordering information.  GSA Advantage! will allow the user to perform various searches across all contracts including, but not limited to:

(1)
Manufacturer;
(2)
Manufacturer's Part Number; and
(3)
Product categories.

Agencies can browse GSA Advantage! by accessing the Internet World Wide Web utilizing a browser (ex.: NetScape).  The Internet address is http://www.gsaadvantage.gov

17. PURCHASE OF OPEN MARKET ITEMS

NOTE:  Open Market Items are also known as incidental items, noncontract items, non-Schedule items, and items not on a Federal Supply Schedule contract.  ODCs (Other Direct Costs) are not part of this contract and should be treated as open market purchases.  Ordering Activities procuring open market items must follow FAR 8.402(f).

For administrative convenience, an ordering activity contracting officer may add items not on the Federal Supply Multiple Award Schedule (MAS) -- referred to as open market items -- to a Federal Supply Schedule blanket purchase agreement (BPA) or an individual task or delivery order, only if- 

(1)
All applicable acquisition regulations pertaining to the purchase of the items not on the Federal Supply Schedule have been followed (e.g., publicizing (Part 5), competition requirements (Part 6), acquisition of commercial items (Part 12), contracting methods (Parts 13, 14, and 15), and small business programs (Part 19)); 

(2)
The ordering activity contracting officer has determined the price for the items not on the Federal Supply Schedule is fair and reasonable; 

(3)
The items are clearly labeled on the order as items not on the Federal Supply Schedule; and 

(4)
All clauses applicable to items not on the Federal Supply Schedule are included in the order.

18. CONTRACTOR COMMITMENTS, WARRANTIES AND REPRESENTATIONS

22. a.
For the purpose of this contract, commitments, warranties and representations include, in addition to those agreed to for the entire schedule contract:

(1)
Time of delivery/installation quotations for individual orders;

(2)
Technical representations and/or warranties of products concerning performance, total system performance and/or configuration, physical, design and/or functional characteristics and capabilities of a product/equipment/ service/software package submitted in response to requirements which result in orders under this schedule contract.

(3)
Any representations and/or warranties concerning the products made in any literature, description, drawings and/or specifications furnished by the Contractor.

23. b.
The above is not intended to encompass items not currently covered by the GSA Schedule contract.

19. OVERSEAS ACTIVITIES

The terms and conditions of this contract shall apply to all orders for installation, maintenance and repair of equipment in areas listed in the pricelist outside the 48 contiguous states and the District of Columbia, except as indicated below:

Not Applicable




Upon request of the Contractor, the ordering activity may provide the Contractor with logistics support, as available, in accordance with all applicable ordering activity regulations.  Such ordering activity support will be provided on a reimbursable basis, and will only be provided to the Contractor's technical personnel whose services are exclusively required for the fulfillment of the terms and conditions of this contract.

20. BLANKET PURCHASE AGREEMENTS (BPAs)

The use of BPAs under any schedule contract to fill repetitive needs for supplies or services is allowable.  BPAs may be established with one or more schedule contractors.  The number of BPAs to be established is within the discretion of the ordering activity establishing the BPA and should be based on a strategy that is expected to maximize the effectiveness of the BPA(s).  Ordering activities shall follow FAR 8.405-3 when creating and implementing BPA(s).
21. CONTRACTOR TEAM ARRANGEMENTS

Contractors participating in contractor team arrangements must abide by all terms and conditions of their respective contracts.  This includes compliance with Clauses 552.238-74, Industrial Funding Fee and Sales Reporting, i.e., each contractor (team member) must report sales and remit the IFF for all products and services provided under its individual contract.

22. INSTALLATION, DEINSTALLATION, REINSTALLATION

The Davis-Bacon Act (40 U.S.C. 276a-276a-7) provides that contracts in excess of $2,000 to which the United States or the District of Columbia is a party for construction, alteration, or repair (including painting and decorating) of public buildings or public works with the United States, shall contain a clause that no laborer or mechanic employed directly upon the site of the work shall received less than the prevailing wage rates as determined by the Secretary of Labor.  The requirements of the Davis-Bacon Act do not apply if the construction work is incidental to the furnishing of supplies, equipment, or services.  For example, the requirements do not apply to simple installation or alteration of a public building or public work that is incidental to furnishing supplies or equipment under a supply contract.  However, if the construction, alteration or repair is segregable and exceeds $2,000, then the requirements of the Davis-Bacon Act applies.

The ordering activity issuing the task order against this contract will be responsible for proper administration and enforcement of the Federal labor standards covered by the Davis-Bacon Act.  The proper Davis-Bacon wage determination will be issued by the ordering activity at the time a request for quotations is made for applicable construction classified installation, deinstallation, and reinstallation services under SIN 132-8 or 132-9.

23. SECTION 508 COMPLIANCE
If applicable, Section 508 compliance information on the supplies and services in this contract are available in Electronic and Information Technology (EIT) at the following: www.terremark.com.
24. PRIME CONTRACTOR ORDERING FROM FEDERAL SUPPLY SCHEDULES.

Prime Contractors (on cost reimbursement contracts) placing orders under Federal Supply Schedules, on behalf of an ordering activity, shall follow the terms of the applicable schedule and authorization and include with each order 

24. A copy of the authorization from the ordering activity with whom the contractor has the prime contract (unless a copy was previously furnished to the Federal Supply Schedule contractor); and

25. The following statement:

This order is placed under written authorization from _______ dated _______.  In the event of any inconsistency between the terms and conditions of this order and those of your Federal Supply Schedule contract, the latter will govern.

25. INSURANCE—WORK ON A GOVERNMENT INSTALLATION (JAN 1997)(FAR 52.228-5)28.310
26. The Contractor shall, at its own expense, provide and maintain during the entire performance of this contract, at least the kinds and minimum amounts of insurance required in the Schedule or elsewhere in the contract.

27. Before commencing work under this contract, the Contractor shall notify the Contracting Officer in writing that the required insurance has been obtained.  The policies evidencing required insurance shall contain an endorsement to the effect that any cancellation or any material change adversely affecting the Government's interest shall not be effective—

(1)
For such period as the laws of the State in which this contract is to be performed prescribe; or 

(2)
Until 30 days after the insurer or the Contractor gives written notice to the Contracting Officer, whichever period is longer.

28. The Contractor shall insert the substance of this clause, including this paragraph (c), in subcontracts under this contract that require work on a Government installation and shall require subcontractors to provide and maintain the insurance required in the Schedule or elsewhere in the contract.  The Contractor shall maintain a copy of all subcontractors' proofs of required insurance, and shall make copies available to the Contracting Officer upon request. 

26. SOFTWARE INTEROPERABILITY.

Offerors are encouraged to identify within their software items any component interfaces that support open standard interoperability.  An item’s interface may be identified as interoperable on the basis of participation in a Government agency-sponsored program or in an independent organization program.  Interfaces may be identified by reference to an interface registered in the component registry located at http://www.core.gov.

27. ADVANCE PAYMENTS

A payment under this contract to provide a service or deliver an article for the United States Government may not be more than the value of the service already provided or the article already delivered.  Advance or pre-payment is not authorized or allowed under this contract. (31 U.S.C. 3324)
2 Terms and Conditions Applicable to Information Technology (IT) Professional Services (Special Item Number 132-51)

28. SCOPE

29. The prices, terms and conditions stated under Special Item Number 132-51 Information Technology Professional Services apply exclusively to IT/IAM Professional Services within the scope of this Information Technology Schedule.

30. The Contractor shall provide services at the Contractor’s facility and/or at the ordering activity location, as agreed to by the Contractor and the ordering activity.

29. PERFORMANCE INCENTIVES  I-FSS-60 Performance Incentives (April 2000)
31. Performance incentives may be agreed upon between the Contractor and the ordering activity on individual fixed price orders or Blanket Purchase Agreements under this contract.

32. The ordering activity must establish a maximum performance incentive price for these services and/or total solutions on individual orders or Blanket Purchase Agreements.

33. Incentives should be designed to relate results achieved by the contractor to specified targets.  To the maximum extent practicable, ordering activities shall consider establishing incentives where performance is critical to the ordering activity’s mission and incentives are likely to motivate the contractor.  Incentives shall be based on objectively measurable tasks.

30. ORDER

34. Agencies may use written orders, EDI orders,  blanket purchase agreements, individual purchase orders, or task orders for ordering services under this contract.  Blanket Purchase Agreements shall not extend beyond the end of the contract period; all services and delivery shall be made and the contract terms and conditions shall continue in effect until the completion of the order.  Orders for tasks which extend beyond the fiscal year for which funds are available shall include FAR 52.232-19 (Deviation – May 2003) Availability of Funds for the Next Fiscal Year.  The purchase order shall specify the availability of funds and the period for which funds are available.

35. All task orders are subject to the terms and conditions of the contract.  In the event of conflict between a task order and the contract, the contract will take precedence.
31. PERFORMANCE OF SERVICES

36. The Contractor shall commence performance of services on the date agreed to by the Contractor and the ordering activity. 

37. The Contractor agrees to render services only during normal working hours, unless otherwise agreed to by the Contractor and the ordering activity. 

38. The ordering activity should include the criteria for satisfactory completion for each task in the Statement of Work or Delivery Order.  Services shall be completed in a good and workmanlike manner.

39. Any Contractor travel required in the performance of IT/IAM Services must comply with the Federal Travel Regulation or Joint Travel Regulations, as applicable, in effect on the date(s) the travel is performed. Established Federal Government per diem rates will apply to all Contractor travel.  Contractors cannot use GSA city pair contracts.

32. STOP-WORK ORDER (FAR 52.242-15) (AUG 1989)

40. The Contracting Officer may, at any time, by written order to the Contractor, require the Contractor to stop all, or any part, of the work called for by this contract for a period of 90 days after the order is delivered to the Contractor, and for any further period to which the parties may agree. The order shall be specifically identified as a stop-work order issued under this clause. Upon receipt of the order, the Contractor shall immediately comply with its terms and take all reasonable steps to minimize the incurrence of costs allocable to the work covered by the order during the period of work stoppage. Within a period of 90 days after a stop-work is delivered to the Contractor, or within any extension of that period to which the parties shall have agreed, the Contracting Officer shall either- 

(1)
Cancel the stop-work order; or 

(2)
Terminate the work covered by the order as provided in the Default, or the Termination for Convenience of the Government, clause of this contract. 

41. If a stop-work order issued under this clause is canceled or the period of the order or any extension thereof expires, the Contractor shall resume work. The Contracting Officer shall make an equitable adjustment in the delivery schedule or contract price, or both, and the contract shall be modified, in writing, accordingly, if- 

(1)
The stop-work order results in an increase in the time required for, or in the Contractor's cost properly allocable to, the performance of any part of this contract; and 

(2) 
The Contractor asserts its right to the adjustment within 30 days after the end of the period of work stoppage; provided, that, if the Contracting Officer decides the facts justify the action, the Contracting Officer may receive and act upon the claim submitted at any time before final payment under this contract. 

42. If a stop-work order is not canceled and the work covered by the order is terminated for the convenience of the Government, the Contracting Officer shall allow reasonable costs resulting from the stop-work order in arriving at the termination settlement. 

43. If a stop-work order is not canceled and the work covered by the order is terminated for default, the Contracting Officer shall allow, by equitable adjustment or otherwise, reasonable costs resulting from the stop-work order. 
33. INSPECTION OF SERVICES

The Inspection of Services–Fixed Price (AUG 1996) (Deviation 1 – May 2003) clause at FAR 52.246-4 applies to firm-fixed price orders placed under this contract.  The Inspection–Time‑and‑Materials and Labor-Hour (May 2001) (Deviation 1 – May 2003) clause at FAR 52.246-6 applies to time‑and‑materials and labor‑​hour orders placed under this contract. 

34. RESPONSIBILITIES OF THE CONTRACTOR

The Contractor shall comply with all laws, ordinances, and regulations (Federal, State, City, or otherwise) covering work of this character.  If the end product of a task order is software, then FAR 52.227-14 (Dec 2007) Rights in Data – General, may apply.

35. RESPONSIBILITIES OF THE ORDERING ACTIVITY

Subject to security regulations, the ordering activity shall permit Contractor access to all facilities necessary to perform the requisite IT/IAM Professional  Services.
36. INDEPENDENT CONTRACTOR

All IT/IAM Professional  Services performed by the Contractor under the terms of this contract shall be as an independent Contractor, and not as an agent or employee of the ordering activity.

37. ORGANIZATIONAL CONFLICTS OF INTEREST

44. Definitions.

“Contractor” means the person, firm, unincorporated association, joint venture, partnership, or corporation that is a party to this contract.

“Contractor and its affiliates” and “Contractor or its affiliates” refers to the Contractor, its chief executives, directors, officers, subsidiaries, affiliates, subcontractors at any tier, and consultants and any joint venture involving the Contractor, any entity into or with which the Contractor subsequently merges or affiliates, or any other successor or assignee of the Contractor.

An “Organizational conflict of interest” exists when the nature of the work to be performed under a proposed ordering activity contract, without some restriction on ordering activities by the Contractor and its affiliates, may either (i) result in an unfair competitive advantage to the Contractor or its affiliates or (ii) impair the Contractor’s or its affiliates’ objectivity in performing contract work.

45. To avoid an organizational or financial conflict of interest and to avoid prejudicing the best interests of the ordering activity, ordering activities may place restrictions on the Contractors, its affiliates, chief executives, directors, subsidiaries and subcontractors at any tier when placing orders against schedule contracts.  Such restrictions shall be consistent with FAR 9.505 and shall be designed to avoid, neutralize, or mitigate organizational conflicts of interest that might otherwise exist in situations related to individual orders placed against the schedule contract.  Examples of situations, which may require restrictions, are provided at FAR 9.508.
38. INVOICES

The Contractor, upon completion of the work ordered, shall submit invoices for IT/IAM Professional  services.  Progress payments may be authorized by the ordering activity on individual orders if appropriate.  Progress payments shall be based upon completion of defined milestones or interim products.  Invoices shall be submitted monthly for recurring services performed during the preceding month. 
39. PAYMENTS

For firm-fixed price orders the ordering activity shall pay the Contractor, upon submission of proper invoices or vouchers, the prices stipulated in this contract for service rendered and accepted.  Progress payments shall be made only when authorized by the order.  For time‑and‑materials orders, the Payments under Time‑and‑Materials and Labor‑Hour Contracts at FAR 52.212-4 (MAR 2009) (ALTERNATE I – OCT 2008) (DEVIATION I – FEB 2007) applies to time‑and‑materials orders placed under this contract.  For labor‑hour orders, the Payment under Time‑and‑Materials and Labor‑Hour Contracts at FAR 52.212-4 (MAR 2009) (ALTERNATE I – OCT 2008) (DEVIATION I – FEB 2007) applies to labor‑hour orders placed under this contract. 52.216-31(Feb 2007)  Time-and-Materials/Labor-Hour Proposal Requirements—Commercial Item Acquisition. As prescribed in 16.601(e)(3), insert the following provision: 
46. The Government contemplates award of a Time-and-Materials or Labor-Hour type of contract resulting from this solicitation. 

47. The offeror must specify fixed hourly rates in its offer that include wages, overhead, general and administrative expenses, and profit. The offeror must specify whether the fixed hourly rate for each labor category applies to labor performed by— 

(1) The offeror; 

(2) Subcontractors; and/or 

(3) Divisions, subsidiaries, or affiliates of the offeror under a common control. 

40. RESUMES

Resumes shall be provided to the GSA Contracting Officer or the user ordering activity upon request.

41. INCIDENTAL SUPPORT COSTS

Incidental support costs are available outside the scope of this contract.  The costs will be negotiated separately with the ordering activity in accordance with the guidelines set forth in the FAR.

42. APPROVAL OF SUBCONTRACTS

The ordering activity may require that the Contractor receive, from the ordering activity's Contracting Officer, written consent before placing any subcontract for furnishing any of the work called for in a task order.

43. DESCRIPTION OF IT/IAM PROFESSIONAL SERVICES AND PRICING 

Commercial Job Title: Data Migration Engineer. Individual generally has five (5) years of technical experience which applies to data migration data management experience with multi-terabyte data warehouse/mart implementations spanning multiple database platforms and an understanding of data management techniques. Requires a demonstrated knowledge/understanding of Extraction, Transformation and Loading tools and database systems. 
Educational requirement is a Bachelor’s degree or equivalent

Commercial Job Title: Disaster Recovery & Planning Engineer. Individual generally has five (5) years of technical experience in information technology recovery or technology disaster recovery planning required. Requires general knowledge of business technology programs/platforms and strong verbal and written communication skills. This engineer provides support in the development of a government agency’s information technology emergency management and recovery plans; performs functions pertaining to the agencies information technology network risk assessments; reviews and develops network and system recovery strategies; drafts procedures for identifying system failures and involving contingency plans; creates response procedures; communicates with various response teams during testing and actual execution of system and/or network recovery procedures. Supports the design, development, installation, implementation and administration of backup solutions. 
Education requirement is Bachelor’s degree or equivalent.

Commercial Job Title: SME Hosting. This SME generally has at least five (5) years of experience. Demonstrates clear communication skills, strong security awareness, and has good organization skills.​ The position involves supporting all aspects of the Terremark Hosting environment including servers, VMWare, Citrix, IBM, EMC & Network Appliance Storage, Cisco network & firewall, F5 load balancer, monitoring, AntiVirus and our product offerings in operation.​ 
Education requirement is Bachelor’s degree or equivalent.

Commercial Job Title: Incident Response Engineer. The Incident Response Engineer generally has at least three (3) years of applicable experience. Provides phone and in-person support to system relocation preparations and execution, developed under this contract or predecessors. Person serves as the initial point of contract for technical issues before and following data center relocations. 
Education requirement is a Bachelor’s Degree or equivalent.

Commercial Job Title: Planning & Process Development. The Business Process Consultant possesses at least twelve (12) years experience applying process improvement and reengineering methodologies and principles necessary to conduct system modernization projects. Formulates and defines systems scope and objectives based on both user needs and a good understanding of applicable business systems and industry requirements. Duties include activity and data modeling, development of system methods, and creating and assessing system performance measurements. Devises or modifies procedures to solve complex problems considering computer equipment capacity and limitations, operating time, and form of desired results.

Education requirement is a Bachelor’s degree or equivalent.

Commercial Job Title: Security Engineer. This individual generally has at least five (5) experience in support to a Security Operations Center in the detection, response, mitigation, and reporting of cyber threats affecting client networks. Maintains an understanding of the current vulnerabilities, response, and mitigation strategies used in cyber security operations. Provides analysis for correlated information sources and produce reports and briefs to provide an accurate depiction of the current threat landscape and associated risk. Provides support configuring and managing SIEMs, Firewalls, NIDS and HIDS, Proxies, and Active Directory (Group Policy). Provides architecture engineering support and Vulnerability Management Program support. Manages Internal Networks/Systems. 
Education requirement is a Bachelor’s degree or equivalent.

Commercial Job Title: Server Migration Engineer. This individual possesses a minimum of five(5) years experience with data center relocations. Is experienced with providing oversight and support to relocation efforts. Has relocation experience with working knowledge of virtualization techniques and methods, and exposure to physical and logical data center relocation activities. This individual has project management experience, requisite certifications. 
Education requirement is a Bachelor’s Degree.

Commercial Job Title: Virtualization Assessment Engineer. This individual generally has at least five (5) years system administration experience in various Operating Systems & Server Technologies with solid exposure to other disciplines such as Wintel, FW, NW, Enterprise Monitoring, SAN, AIX Web and Middle Tier Apps. Additionally, this engineer is experienced in application architecture analysis. 
Education requirement is Bachelor’s degree or equivalent.

3 Terms and Conditions Applicable to Electronic Commerce (EC) (Special Item Number 132-52)
44. SCOPE

48. The prices, terms and conditions stated under Special Item Number 132-52 Electronic Commerce (EC) Services apply exclusively to EC Services within the scope of this Information Technology Schedule.

49. The Contractor shall provide services at the Contractor’s facility and/or at the ordering activity location, as agreed to by the Contractor and the ordering activity.

45. PERFORMANCE INCENTIVES I-FSS-60 Performance Incentives (April 2000)
50. Performance incentives may be agreed upon between the Contractor and the ordering activity on individual fixed price orders or Blanket Purchase Agreements under this contract .

51. The ordering activity must establish a maximum performance incentive price for the services and/or total solutions on individual orders or Blanket Purchase Agreements.

52. Incentives should be designed to relate results achieved by the contractor to specified targets.  To the maximum extent practicable, ordering activities shall consider establishing incentives where performance is critical to the ordering activity’s mission and incentives are likely to motivate the contractor.  Incentives shall be based on objectively measurable tasks. Incentives shall be based on objectively measurable tasks.

46. ORDER

53. Agencies may use written orders, EDI orders, blanket purchase agreements, individual purchase orders, or task orders for ordering services under this contract.  Blanket Purchase Agreements shall not extend beyond the end of the contract period; all services and delivery shall be made and the contract terms and conditions shall continue in effect until the completion of the order.  Orders for tasks which extend beyond the fiscal year for which funds are available shall include FAR 52.232-19 (Deviation – May 2003) Availability of Funds for the Next Fiscal Year.  The purchase order shall specify the availability of funds and the period for which funds are available.

54. All task orders are subject to the terms and conditions of the contract.  In the event of conflict between a task order and the contract, the contract will take precedence.

47. PERFORMANCE OF SERVICES

55. The Contractor shall commence performance of services on the date agreed to by the Contractor and the ordering activity. 

56. The ordering activity should include the criteria for satisfactory completion for each task in the Statement of Work or Delivery Order.  Services shall be completed in a good and workmanlike manner.

57. Any Contractor travel required in the performance of EC Services must comply with the Federal Travel Regulation or Joint Travel Regulations, as applicable, in effect on the date(s) the travel is performed. Established Federal Government per diem rates will apply to all Contractor travel.  Contractors cannot use GSA city pair contracts.

48. STOP-WORK ORDER (FAR 52.242-15) (AUG 1989) 

58. The Contracting Officer may, at any time, by written order to the Contractor, require the Contractor to stop all, or any part, of the work called for by this contract for a period of 90 days after the order is delivered to the Contractor, and for any further period to which the parties may agree. The order shall be specifically identified as a stop-work order issued under this clause. Upon receipt of the order, the Contractor shall immediately comply with its terms and take all reasonable steps to minimize the incurrence of costs allocable to the work covered by the order during the period of work stoppage. Within a period of 90 days after a stop-work is delivered to the Contractor, or within any extension of that period to which the parties shall have agreed, the Contracting Officer shall either- 

i)  
Cancel the stop-work order; or 

ii) Terminate the work covered by the order as provided in the Default, or the Termination for Convenience of the Government, clause of this contract. 

59. If a stop-work order issued under this clause is canceled or the period of the order or any extension thereof expires, the Contractor shall resume work. The Contracting Officer shall make an equitable adjustment in the delivery schedule or contract price, or both, and the contract shall be modified, in writing, accordingly, if- 

60. The stop-work order results in an increase in the time required for, or in the Contractor's cost properly allocable to, the performance of any part of this contract; and 

61. The Contractor asserts its right to the adjustment within 30 days after the end of the period of work stoppage; provided, that, if the Contracting Officer decides the facts justify the action, the Contracting Officer may receive and act upon the claim submitted at any time before final payment under this contract. 

62. If a stop-work order is not canceled and the work covered by the order is terminated for the convenience of the Government, the Contracting Officer shall allow reasonable costs resulting from the stop-work order in arriving at the termination settlement. 

49. INSPECTION OF SERVICES

The Inspection of Services–Fixed Price (AUG 1996) (Deviation – May 2003) clause at FAR 52.246-4 applies to firm-fixed price orders placed under this contract.  The Inspection–Time‑and‑Materials and Labor-Hour (MAY 2001) (Deviation – May 2003) clause at FAR 52.246-6 applies to time‑and‑materials and labor‑​hour orders placed under this contract. 

50. RESPONSIBILITIES OF THE CONTRACTOR

The Contractor shall comply with all laws, ordinances, and regulations (Federal, State, City, or otherwise) covering work of this character.  If the end product of a task order is software, then FAR 52.227-14 (Deviation – May 2003) Rights in Data – General, may apply.

51. RESPONSIBILITIES OF THE ORDERING ACTIVITY

Subject to security regulations, the ordering activity shall permit Contractor access to all facilities necessary to perform the requisite EC Services.

52. INDEPENDENT CONTRACTOR
53. All EC Services performed by the Contractor under the terms of this contract shall be as an independent Contractor, and not as an agent or employee of the ordering activity.
54. ORGANIZATIONAL CONFLICTS OF INTEREST

63. Definitions.

“Contractor” means the person, firm, unincorporated association, joint venture, partnership, or corporation that is a party to this contract.

“Contractor and its affiliates” and “Contractor or its affiliates” refers to the Contractor, its chief executives, directors, officers, subsidiaries, affiliates, subcontractors at any tier, and consultants and any joint venture involving the Contractor, any entity into or with which the Contractor subsequently merges or affiliates, or any other successor or assignee of the Contractor.

An “Organizational conflict of interest” exists when the nature of the work to be performed under a proposed ordering activity contract, without some restriction on ordering activities by the Contractor and its affiliates, may either (i) result in an unfair competitive advantage to the Contractor or its affiliates or (ii) impair the Contractor’s or its affiliates’ objectivity in performing contract work.

64. To avoid an organizational or financial conflict of interest and to avoid prejudicing the best interests of the ordering activity, ordering activities may place restrictions on the Contractors, its affiliates, chief executives, directors, subsidiaries and subcontractors at any tier when placing orders against schedule contracts.  Such restrictions shall be consistent with FAR 9.505 and shall be designed to avoid, neutralize, or mitigate organizational conflicts of interest that might otherwise exist in situations related to individual orders placed against the schedule contract.  Examples of situations, which may require restrictions, are provided at FAR 9.508.

55. INVOICES

The Contractor, upon completion of the work ordered, shall submit invoices for EC services.  Progress payments may be authorized by the ordering activity on individual orders if appropriate.  Progress payments shall be based upon completion of defined milestones or interim products.  Invoices shall be submitted monthly for recurring services performed during the preceding month. 

56. PAYMENTS

For firm-fixed price orders the ordering activity shall pay the Contractor, upon submission of proper invoices or vouchers, the prices stipulated in this contract for service rendered and accepted.  Progress payments shall be made only when authorized by the order.  For time‑and‑materials orders, the Payments under Time‑and‑Materials and Labor‑Hour Contracts at FAR 52.212-4 (MAR 2009) (ALTERNATE I – OCT 2008) (DEVIATION I – FEB 2007) applies to time‑and‑materials orders placed under this contract.  For labor‑hour orders, the Payment under Time‑and‑Materials and Labor‑Hour Contracts at FAR 52.212-4 (MAR 2009) (ALTERNATE I – OCT 2008) (DEVIATION I – FEB 2007) applies to labor‑hour orders placed under this contract. 52.216-31(Feb 2007) Time-and-Materials/Labor-Hour Proposal Requirements—Commercial Item Acquisition. As prescribed in 16.601(e)(3), insert the following provision: 

65. The Government contemplates award of a Time-and-Materials or Labor-Hour type of contract resulting from this solicitation. 

66. The offeror must specify fixed hourly rates in its offer that include wages, overhead, general and administrative expenses, and profit. The offeror must specify whether the fixed hourly rate for each labor category applies to labor performed by— 

i) The offeror; 

ii) Subcontractors; and/or 

iii) Divisions, subsidiaries, or affiliates of the offeror under a common control. 

57. INCIDENTAL SUPPORT COSTS

Incidental support costs are available outside the scope of this contract.  The costs will be negotiated separately with the ordering activity in accordance with the guidelines set forth in the FAR.

58. APPROVAL OF SUBCONTRACTS

The ordering activity may require that the Contractor receive, from the ordering activity's Contracting Officer, written consent before placing any subcontract for furnishing any of the work called for in a task order.

59.  DESCRIPTION OF ELECTRONIC COMMERCE (EC) SERVICES AND PRICING 
Terremark Federal Group (“TFG”), is a wholly owned subsidiary of Terremark Worldwide, Inc. (NASDAQ:TMRK) and is a leading global provider of IT infrastructure services delivered on the industry's most robust and advanced operations platform. Leveraging purpose-built datacenters in the United States, Europe and Latin America and access to massive and diverse network connectivity from more than 160 global carriers, Terremark delivers government, enterprise and Web 2.0 customers a comprehensive suite of managed solutions including managed hosting, co-location, network and security services. Terremark takes great pride on being a member of the U.S. Environmental Protection Agency’s Green Power Partnership and is a fully participating member of the Green Grid Consortium. 

Managed IT Infrastructure Services:

· Enterprise Cloud Federal Edition. Federal-only Computing/Infrastructure as a Service (IaaS) from secure datacenters with precise, dynamic allocation of computing resources with the scale, performance and security to handle enterprise-wide applications. Features include multi-user capacity, dedicated resource pool architecture and role-based security model as well as private network connectivity and physical device integration.

· Enterprise Cloud Private Edition. Private cloud service designed as a single-tenant environment to meet the security compliance requirements of our large enterprise and government customers. Gives agencies the capability of migrating application workloads between traditional and cloud environments – including their own dedicated infrastructure, Terremark’s cloud platforms, and cloud resources offered by other providers;

· Advanced Data Solutions.  Design and implement data storage, data protection and data availability systems. 

· Colocation.  A controlled and managed space with multiple connectivity options to place computing, storage, telecom and application server equipment. Offered are also colocation in the form of an individual cabinet, cage environments, and Sensitive Compartmented Information Facilities (SCIF) Facilities built to the Federal government’s Physical Security Standards. These managed services are available in Miami, FL; Culpeper, VA, Santa Clara, CA, and Herndon, VA – .

· Shared Program Management. Shared program managers with a minimum of top secret clearances are included in all of the above services.  

· Optional Services. Dedicated Program Management, Professional Services, Security Services, Managed Routing Services and Bandwidth Procurement Service. Optional services are only available in conjunction with one of the service offerings above.

4 Service Descriptions and Price Catalog 

4.1 Introduction to Terremark Federal Group
Terremark Federal Group (TFG) is a wholly-owned subsidiary of Verizon. (NYSE,NASDAQ:VZ) , Terremark sets the standard for IT deployments with advanced infrastructure and managed service offerings that deliver the scale, security, and reliability necessary to meet the demanding requirements of enterprises and governments around the world.  With a global network of data centers and a comprehensive portfolio of secure solutions, Terremark is helping enterprise and government executives realize the power and promise of the cloud today.
TFG offers the following managed IT infrastructure services:
· Enterprise Cloud Federal Edition. Government-only Computing/Infrastructure as a Service (IaaS) from secure datacenters with precise, dynamic allocation of computing resources with the scale, performance and security to handle enterprise-wide applications. Features include multi-user capacity, dedicated resource pool architecture and role-based security model as well as private network connectivity and physical device integration. The solution is located in our secure data centers in Miami, FL and Culpeper, VA.

· Enterprise Cloud Private Edition. Private cloud service designed as a single-tenant environment to meet the security compliance requirements of our large agencies. Provides agencies the capability of migrating application workloads between traditional and cloud environments – including their own dedicated infrastructure, Terremark’s cloud platforms and cloud resources offered by other providers. The Enterprise Cloud Private Edition is available in Terremark’s secure data centers in Miami, FL and Culpeper, VA.

· Colocation. A controlled and managed space with multiple connectivity options to place computing, storage, telecom and application server equipment. We also offer Colocation in the form of individual cabinets, cage environments and Sensitive Compartmented Information Facilities (SCIF) Facilities that are built to the Federal government’s Physical Security Standards. These managed services are available in Miami, FL; Culpeper, VA.

· Shared Program Management. Shared program managers with a minimum of top secret clearances are included in all of the above services.  

· Optional Services—Dedicated Program Management, Professional Services, Security Services, Managed Routing Services and Bandwidth Procurement Service—Optional services are only available in conjunction with one of the service offerings above.

4.1.1   Enterprise Cloud Federal Edition
Terremark’s Enterprise Cloud Federal Edition is a government community cloud , as defined by NIST Version 15, 10-7-09) and is hosted at Terremark’s NAP of the Capital Region in Culpeper, VA and the NAP of the Americas in Miami Florida, datacenters that are purpose-built to house Federal IT infrastructure. It combines the power and flexibility of infrastructure-as-a-service with the expertise, security and compliance that government agencies with mission-critical computing needs demand for their infrastructure.
· Secure, FISMA Compliant Cloud Computing. The Enterprise Cloud Federal Edition provides highly secure architecture designed to meet today’s critical compliance and certification requirements.  It has been audited against FISMA to the moderate-level and NIST 800-53 for existing federal customers. The Enterprise Cloud Federal Edition is currently undergoing the Federal Risk and Authorization Management Program (FedRAMP certification), a government-wide program that provides a standardized approach to security assessment, authorization, and continuous monitoring for cloud products and services  

· Federal Grade Architecture. The Enterprise Cloud Federal Edition is powered by Terremark’s utility computing platform, Infinistructure. The Infinistructure leverages technology from world-class infrastructure partners such as VMware, Cisco and HP to achieve unmatched flexibility and control.  The cluster grid architecture provides complete physical redundancy to eliminate downtime due to hardware failure.  The system can even move applications across physical devices live and with no service interruption.
· Integrated Multi-Factor Authentication for Enterprise Cloud Administration Access. In addition to username/password authentication, Terremark provides optional two factor authentication (RSA Secure ID tokens and PIV cards). If the portal username and password are correct, Terremark sends an Secure Socket Layer (SSL) request which then calls the client on the phone designated by the client-either cell or office phone.  The client confirms the authenticity of the login request by answering and entering a PIN. Multiple phone numbers are supported and all system usage and authentication information is logged.
· Data Backup and Restore on the Cloud. Terremark’s backup and restore provides secure, streamlined onsite-offsite data backup and restore that is highly scalable and easily customizable.  Offsite backups are secure with encryption up to AES-256 standards for maximum security.

· Security. Terremark provides security options on the cloud such as intrusion detection prevention (IDS), log aggregation, and security event and information management. This ability to deliver Security Services in the cloud significantly differentiates the Enterprise Cloud Federal Edition from other public cloud infrastructure.

· Unprecedented Control and Flexibility. Because it’s based on resources, not large and inflexible server units, The Enterprise Cloud Federal Edition allows for precise and dynamic allocation of computing resources when and where they’re needed. And, because it’s based on Terremark’s proven Infinistructure utility computing platform, massive and diverse network, connectivity and top-tier data centers, The Enterprise Cloud Federal Edition has the scale, performance and security to meet all your agency’s needs.
· Dynamic Provisioning in Minutes. At the heart of the Enterprise Cloud Federal Edition is the powerful Infinicenter web portal, an application that allows you to dynamically provision servers from a pre-allocated pool of dedicated computing resources. In minutes you can configure and provision a virtual server, group and organize your servers according to role and dynamically extend them according to utilization. Preconfigured server templates are available across Microsoft Windows, Linux, and Sun Solaris operating systems. Plug-and-play bandwidth is available from 160 carriers, and a full reporting interface allows instant insight into resource utilization and application performance. 
· Role-Based Security. Agencies can create user accounts and provide access to their systems on the cloud. Set, define, and revoke user roles and responsibilities as needed delegating workloads amongst internal resources and creating controls for workflow management.
· High Performance Storage. Allows agencies to automatically deal with unforeseen spikes in usage enabling “burst mode” access to a pool of additional resources available on a metered basis as well as an instant based commitment level.

4.1.2   Colocation
Our facilities, NAP of the Americas in Miami, FL, our  NAP of the Capital Region (NCR) in Culpeper, VA, provide environmental and physical security support. We provide 24/7 physical security, manned by personnel with a combination of military, corrections and police experience. Our Service Desk actively monitors all temperature and power to prevent any service interruptions.  Colocation facilities are located in the following areas:

· Miami, FL

· Culpeper, VA
Terremark’s secure data centers offer agencies a controlled and managed space with multiple connectivity options to place computing, storage, telecom and application server equipment. Depending on the agencies requirements, open racks, cabinets, or customized caged floor spaces are available in a hardened and secure facility designed to withstand major environmental incidents.  With Terremark’s Colocation Service, agencies eliminate the capital and operational expense required to build and maintain a world-class facility to house mission-critical systems. Agencies also benefit from the services provided by a 24x7 operation manned by highly trained staff.
· Client Caged Space

· Terremark Federal Cabinets

· Building Security and Operations

· Facilities Infrastructure

· Power Management

· Environmental Controls and Fire Suppression

· Access to External Network Connection

· Service Level Guarantees for Power, Temperature and Humidity
4.1.2.1 DATA CENTER INSTALLATION

Terremark’s government cleared Installation engineers assist customers in the provisioning process by providing basic installation of customer equipment at Terremark facilities. Our installation engineers receive stage, unpack, mount, and cable equipment according to approved specifications, preparing rack environments for either Terremark or customer technical personnel to configure and test the equipment. If customers have more extensive needs other than basic rack assembly, equipment mounting and cabling (e.g., configuration, testing, implementation, integration, etc.) those customer requirements will be referred to solutions engineers for a complete solution. Due to the wide variety of needs and the different variables of each installation, installation services are custom quoted and accompanied by design documents developed on an individual case basis.
4.1.2.2 REMOTEHANDS AND SMARTHANDS SERVICES 
TFG RemoteHands and SmartHands services assist customers that need remote access to their equipment for performing simple trouble-shooting or maintenance tasks. Our 24x7 on-duty government cleared staff can perform basic tasks that do not require the use of tools or equipment. TFG RemoteHands and SmartHands services are available on demand or by subscription.
Customers can remotely manage their operations from anywhere in the world and maximize operational uptime by using TFG RemoteHands and SmartHands. This remote service, performed by our government cleared staff, reduces costs by eliminating the need for the customer to dispatch technical personnel to the data center site to perform simple tasks. Leveraging the round-the-clock availability of TFG RemoteHands and SmartHands helps customers increase the uptime of their mission-critical systems. 
TFG RemoteHands services include:
· 24x7 coverage

· Government cleared staff

· Power Cycling (turning equipment on and off)   

· Toggling a switch or pushing buttons

· Securing cabling to connections

Observing, describing or reporting on indicators or display information on equipment or consoles; and basic observation and reporting on the environment in the data center. TFG RemoteHands service does not include any service requiring a tool or diagnostic equipment, opening equipment or movement of connected equipment. Those are services provided by our Engineering Team on a case-by-case basis.

TFG SmartHands service includes: 

· 24x7 coverage
· Government cleared staff
· Management of Equipment Components (e.g., cards, drives, memory) 

· Installing, replacing or removing

· Troubleshooting

· Media Management

· Supply management
· Inventory and archiving

· Complex cable configurations

· Loop-back and signal testing

· RMA and shipping of replaced equipment

· Equipment testing and troubleshooting

· Circuit testing

· Trouble ticket management
4.1.2.3 SENSITIVE COMPARTMENTED INFORMATION FACILITY (SCIF) STANDARDS

For government solutions that require a higher level of security services. Terremark includes the design and construction of space that meets Secure Compartmented Information Facilities (SCIF) accreditation and other unique accreditation requirements TFG has designed and implemented SCIF space for several Federal customers.
· Space meeting SCIF requirements can be provided at the following U.S. locations: 

· Miami (NAP of the Americas)

· Culpeper (NAP of the Capital Region)

In addition to the TFG owned and operated facilities, TFG has the capabilities to design, construct, deliver and operate SCIF space in customer provided locations or other leased space.
· SCIF  Design:  The  TFG  SCIF  design  process  begins  with  gathering  and  documenting  customer requirements. Details such as the required size of the space, intended use, security systems and operational parameters are gathered and documented in a SCIF Design Specification document.
· Standards Compliance: Our Sensitive Compartmented Information Facilities (SCIF) projects meet the requirements of JAFAN 6/9, DCID 6/9, DCID 1/21, and DIA Manual 50-3.
· Total Turnkey Solutions: The TFG solution provides a “one stop shop” for customers who need SCIF space developed and delivered on a turnkey, fast track, managed services basis. The TFG program management process insures that all your requirements are met, and the project is delivered on time to meet critical mission schedules.
4.1.3   Optional Services
4.1.3.1 Dedicated Program Management
With our Government Cleared dedicated Program Managers, Terremark’s hands-on Program Management delivery approach is comprehensive yet flexible, efficiently adapting to your needs Project Management Institute (PMI) methods and procedures. TFG can expand personnel and resources around the world to manage development programs of any size, delivering metrics-based results with specialized personnel. Terremark provides a shared program manager as a part of its standard service. A dedicated program manager is available to customers who request such a resource.

4.1.3.1.1 TFG Program Management Process
Terremark Federal Group has developed a PMI-based program management and project planning process that serves as the basis for each engagement to successfully and consistently deliver on each project.

· Phase I – Initiation: Begins with project planning and project kickoff activities to align project scope and expectations, establish communications and reporting, and coordination of activities between the TFG and interested parties. The project requirements gathered during this phase include the overall project strategy, approach, and concurrence on expected deliverables.

· Phase II – Assessment: Focuses on gathering the business and functional requirements of the proposed solution, analyzing in detail the exact requirements set forth by the customer. TFG then produces a final requirements document for the project, which details the basis of design.

· Phase III – Specification: The specification phase consists of the approved final requirements into measurements and deliverables.

· Phase IV – Logistics and Material Management: The logistics and materials management phase of the project is intended to ensure that all hardware/software components are properly purchased, inventoried, tested and tracked from the vendor to staging and to ultimate destination.

· Phase V – Deployment: Using the detailed deployment plan, TFG installs the project elements, verifies service availability and performs other end-to-end testing on each project subsystem for a metrics based delivery.

4.1.3.1.2 TFG’S Program Management Methodology
Terremark’s project  management  methodology  focuses  on  efficient  staffing,  timely  reports,  change  control procedures, quality assurance and measurable acceptance criteria.
· Staffing: TFG has cleared and experienced resources that are qualified and technically certified to accomplish the agreed-upon technical and management tasks. Based on the expertise required by a project, TFG assembles a project team in the specific disciplines.
· Project Status Reports: Written reports include status information obtained from the TFG and Customer members of the overall project team. Status reports are prepared by the TFG’s Program Management Office and can be distributed weekly. Each report contains the following sections:

· Assessment of project progress (summary)
· Key project issues and resolutions
· Activities in progress
· Planned activities for the next period
· Updated project schedule
· Continuous improvement process
· Scope  and  Change  Control  Procedure:  TFG  establishes  procedures  for  denoting  and  authorizing project scope changes at the beginning of a project, which it follows throughout. Our experience has shown that this approach enables clear communication and understanding while helping manage expectations. Either party may request changes to the Project Scope; however, because a change could affect the cost, schedule or other terms of this Project Scope, TFG and the Customer POC must approve each change before amending the Project Scope.
· Quality Assurance: The role of quality assurance for the project is to:
· Establish proper reviews and audits to ensure that all requirements are being designed into the project.

· Ensure that the system is in place to effectively review and approve deliverables.

· Ensure that nonconformities are identified and corrected in the most expedient and effective manner.

· Maintain quality assurance records, which include a non-conformity log and audit records.
· Assist the project managers to identify risks on the project.
· Audit the project management and configuration management process to ensure compliance. Track formal action items as a result of quality assurance audits.
· Document corrective actions to ensure that problems are permanently resolved. Recommend changes and improvements to the quality assurance process.
· Define acceptance criteria for the project that objectively verifiable and measurable by both parties.

4.1.3.2 Government Cleared Professional Services
4.1.3.2.1  Customer Premises Engineering, Design, AND Implementation
From planning to network architecture to implementation management, Terremark Government Cleared engineers assist customers, both at Terremark facilities and at customer locations around the world. Our engineering capabilities span the entire spectrum of telecom networks. Engineers are available on an hourly or project basis. Customers can initiate service requests with Engineering Services professionals detailing their specific needs on a case-by-case basis. Due to the wide variety of requirements and the different variables of each project, Engineering Services are quoted on an individual case basis only. Terremark gives customers access to world-class engineering talent and project management services. The service provides for timely and efficient implementation of projects, while reducing or eliminating the cost of having a permanent skilled staff. Services available from Engineering Services are:
Needs Assessments
· Existing IT assets

· Data processing/computing Resources/staffing/organization assessments

· Network assessments/network audits

· Security Assessments

Equipment Engineering Services
· Turnkey network and infrastructure planning and consulting

· Site selection/site survey   

· Cable management design
· Layout design

· Network infrastructure design

· Power distribution design

· Connectivity assessment
· Support Services

· Fiber and conduit entrance management
· Application and data conversion
Product Procurement

· Strategic Alliances

Equipment Handling

· Receiving

· Staging

· Unpacking

· Mounting

· Warehousing

Cable Management

· Equipment cabling

· Cable-management & IFC

· Building connectivity management

· Satellite and antenna installation

· Design planning for building tenants


Network and Systems Implementation
· Staging and configuration

· Product preparation

· Site surveys/site preparation

· Management of the integration process

Migration Planning
·  Risk and contingency management and assessment

· Platform consolidation/migration    Network consolidation/migration    Server consolidation/migration

· Staff transition

· Staff/skills augmentation

· Vendor neutral

· Contract negotiation services

· Labeling & inventory

· Equipment labeling

· Cable labeling

· Equipment inventory with digital pictures

Rack Assembly

· Rack installation

· Equipment positioning within a rack

· Installing security appliances in a rack

· Complex cable configurations
4.1.3.2.2 Professional Service Descriptions

Data Migration Engineer: Education Requirement: Bachelor’s degree or equivalent.

Individual generally has five (5) years of technical experience which applies to data migration data management experience with multi-terabyte data warehouse/mart implementations spanning multiple database platforms and an understanding of data management techniques.  Requires a demonstrated knowledge/understanding of Extraction, Transformation, and Loading tools and database systems.  Terremark’s data storage systems experts offer a variety of approaches to data migration projects, tailored to meet a variety of availability requirements. Our team evaluates your environment, determines what type of data is being migrated, how and when it is being accessed, how and when it is changing, and design cost-appropriate solutions that meets the availability requirements. We provide complete analysis, design, and project planning and execution services for successful data migration project
Disaster Recovery & Planning Engineer:  Education Requirement: Bachelor’s degree or equivalent.

Individual generally has five (5) years of technical experience in information technology recovery or technology disaster recovery planning required. Requires general knowledge of business technology programs/platforms and strong verbal and written communication skills. This engineer provides support in the development of a government agency’s information technology emergency management and recovery plans; performs functions pertaining to the agencies information technology network risk assessments; reviews and develops network and system recovery strategies; drafts procedures for identifying system failures and involving contingency plans; creates response procedures; communicates with various response teams during testing and actual execution of system and/or network recovery procedures. Supports the design, development, installation, implementation and administration of backup solutions.  Terremark provides the expertise to design and implement solutions for business continuity across a broad range of requirements, for customers who can tolerate full site failover in 24 hours to customers who require zero data loss/zero connectivity loss failover, for individual applications to entire datacenters. Terremark offers the flexibility to choose from our full slate of services offerings, including local and wide area networking, network security, data storage systems, remote access technologies, email and database, archiving solutions. The experience of our industry-leading professional services groups with these critical resources allows us to consider the diverse threats that each must protect against, and design a comprehensive solution that provides true high availability.
Incident Response Engineer: The Incident Response Engineer generally has at least three (3) years of applicable experience. Education requirement is a Bachelor’s Degree or equivalent. Provides phone and in-person support to system relocation preparations and execution, developed under this contract or predecessors. Person serves as the initial point of contract for technical issues before and following data center relocations.
Planning & Process Development: The Business Process Consultant possesses at least twelve (12) years experience applying process improvement and reengineering methodologies and principles necessary to conduct system modernization projects. Education requirement is a Bachelor’s degree or equivalent. Formulates and defines systems scope and objectives based on both user needs and a good understanding of applicable business systems and industry requirements. Duties include activity and data modeling, development of system methods, and creating and assessing system performance measurements. Devises or modifies procedures to solve complex problems considering computer equipment capacity and limitations, operating time, and form of desired results.
Security Engineer:  This individual generally has at least five (5) experience in support to a Security Operations Center in the detection, response, mitigation, and reporting of cyber threats affecting client networks. Education requirement is a Bachelor’s degree or equivalent. Maintains an understanding of the current vulnerabilities, response, and mitigation strategies used in cyber security operations. Provides analysis for correlated information sources and produce reports and briefs to provide an accurate depiction of the current threat landscape and associated risk. Provides support configuring and managing SIEMs, Firewalls, NIDS and HIDS, Proxies, and Active Directory (Group Policy). Provides architecture engineering support and Vulnerability Management Program support. Manages Internal Networks/Systems.

Server Migration Engineer: This individual possesses a minimum of five (5) years experience with data center relocations. Education requirement is a Bachelor’s Degree. Is experienced with providing oversight and support to relocation efforts. Has relocation experience with working knowledge of virtualization techniques and methods, and exposure to physical and logical data center relocation activities. This individual has project management experience, requisite certifications.
SME Hosting: This SME generally has at least five (5) years of experience.  Education requirement is Bachelor’s degree or equivalent. Demonstrates clear communication skills, strong security awareness, and has good organization skills. The position involves supporting all aspects of the Terremark Hosting environment including servers, VMware, Citrix, IBM, EMC & Network Appliance Storage, Cisco network & firewall, F5 load balancer, monitoring, AntiVirus and our product offerings in operation.
Virtualization Assessment Engineer: This individual generally has at least five (5) years system administration experience in various Operating Systems & Server Technologies with solid exposure to other disciplines such as Wintel, FW, NW, Enterprise Monitoring, SAN, AIX Web and Middle Tier Apps. Education requirement is Bachelor’s degree or equivalent. Additionally, this engineer is experienced in application architecture analysis.
4.1.3.3 Security Services
The following list of services details the tools and capabilities that Terremark employs to customers to provide enhanced information security features to its Federal Cloud customers.
· Intrusion Detection Service (IDS). Our Intrusion Detection Service offers a scalable and easy to deploy lineup of IDS systems that can be installed seamlessly at your network edge in remote sites, the network core or within the Enterprise Cloud.  Terremark’s network based IDS opens and examines every packet of network traffic and makes decisions with next to zero latency and will alert to suspicious activity.    

· Log Aggregation Service. Our Log Aggregation Service supports historical and attack event correlation, as well as  auditing requirements.  Terremark’s log tools provide on-board reporting to help satisfy compliance requirements from PCI, GLBA, HIPAA, SOX, FISMA, SCADA, among others. 

· Security Information and Event Monitoring (SIEM). Our Security Information and Event Monitoring solution correlates events collected from all deployed security devices and services, and contains over 200 Executive and Technical reports.  In addition, Terremark Secure Operations Center (SOC) Engineers and senior analytics staff will monitor and analyze security mailing lists, news and information from over 100 sources (public and non-public), instantly leveraging this information on behalf of our clients.

· Managed Network Behavior Analysis (Netflow). Our Managed Network Behavior Analysis service offers real-time threat detection by feeding continuously updated behavioral fingerprints to our netflow management platform.  The platform will then inspect network traffic flows and classify a series of seemingly unrelated events as a composite threat.  This helps security administrators instantly identify worms, botnets, and malware at a glance rather than having to correlate a series of disparate alerts or wait for the latest signature to be added to their IDS or Anti-Virus products.
· Forensics-Full Packet Capture. Our Full Packet Capture service offers a powerful infrastructure that records all the data across the network and performs full automated analysis of immense volumes of reconstructed network, application, and user traffic.  It is designed to provide specific and accurate threat alerts and in depth policy and regulatory compliance reports on a wide variety of categories pertinent to government agencies.

4.1.3.4 Managed Router Services

Terremark's Managed Routing Service (MRS) leverages the massive global network connectivity provided by the world's largest telecommunications companies located  within our carrier-neutral facilities. With direct access to the backbones of the world's leading carriers, we connect directly to the heart of the Internet, consistently delivering the quality of service required for Streaming Multimedia, Voice over IP and other demanding applications. Our secure and reliable facilities are complete with redundant systems and infrastructure. Our Network Management staff proactively monitors services, 24x7x365. In addition, our high- performance Network Analysis Modules (NAMs) offer proactive monitoring and quick troubleshooting that provides our engineers with visibility into all layers of the network. This enables us to analyze traffic flows for applications, hosts, conversations and network-based services such as Quality of Service (QoS) and Voice over IP (VoIP). Our Managed Routing Service provides you with optimal access to the Internet without purchasing or managing your own Internet router. This cost-effective outsourced solution helps you avoid maintaining your own in-house staff for router management, as well as avoiding capital expenditures and maintenance expenses.

MRS condenses the worldwide reach of several network providers into one single connection. By connecting to MRS, the customer immediately receives a complete package of benefits, including:
· Direct access to the world’s leading Tier-1 carrier backbones

· No Local Loop charges
· Redundant Cat6 Ethernet connections or fiber connection to core switch 
· 28 Block of IP addresses provided, with additional addresses available 

· Reverse DNS available

· Primary and secondary DNS included for one domain name

· BGP4 and Carrier Management, Transit provided outside of the network

· Committed and Peak Internet Access available in 1 Mbps increments up to 10 Gbps

· Monitored 24x7x365 by our world-class SECNOC

· Industry-Leading SLA for Internet Connectivity Uptime
MRS  can  also  be  provided  in  a  redundant  configuration,  providing  even  greater  overall  Internet  access reliability.

Connections to the MRS platform are offered from 1 Mb to 1 Gb bandwidth connections providing the opportunity for an entry-level connection that can be upgraded as traffic demands warrant. For larger traffic loads, multiple 1 Gb/s connections can be implemented to form a “super trunk” offering superior network performance and reliability.

4.1.3.5 Bandwidth Procurement Service
Because of our unique business model, Terremark serves both as a trusted service and infrastructure provider and a customer to many bandwidth providers, allowing us to develop multilevel relationships with carriers around the world. These strategic relationships, coupled with our carrier-neutrality, allow us to provide our enterprise and government customers access to highly competitive bandwidth procurement services. Our bandwidth procurement staff can provide best routes, pricing and providers to any location worldwide, on a retainer basis.

In addition, we can provide the following services on a project-by-project basis:   
· Develop customized bid and proposal documents

· Manage the response, analysis and award of competitive bids for our customers

· Develop metrics and processes for customized SLAs between carriers, customers and end users

· Assist customers with the bandwidth contracting and procurement process

· Coordinate service activation, including availability dates, as part of a customer’s overall project.
Bandwidth Procurement Assistance is available on a monthly retainer and subject to customized service level agreements designed to meet our customers’ response time requirements.

TFG’s Bandwidth Procurement Assistance Service can be delivered in one of two methods, at the customer’s choosing. Using a direct contract approach, TFG provides all interfaces between the chosen carrier and TFG’s customer, including placing the bandwidth contract in Terremark’s name in order to provide a truly “turnkey” and fully integrated and managed service offering. Alternatively, using a customer contracted approach, TFG can act as the customer’s agent to provide all of the services referenced above, but the final contract review and negotiations, as well as the direct contractual relationship, will be between the carrier and TFG’s customer.  On a customized basis, to expedite bandwidth procurement or for other reasons, TFG follows a hybrid approach where  it  contracts  directly,  but  negotiates  a provision  in  the bandwidth  contract  that  allows  Terremark’s customer or another designated agent to assume the bandwidth contract at any time, at its option.
4.1.3.5.1 Information Assurance Certification and Accreditation

Terremark assists Federal organizations prepare and undergo the IA certifications and accreditations such as DIACAP, NIST and FIPS. Services include:

· Mapping systems into an enclave and preparing for validation. 

· Working with validation team to ensure controls sets are met.

· Conducting assessments and audits to ensure standards are met.

· Working with internal security and IT team to accept policy for standards.
4.1.3.5.2     Incident Preparation and Response

Terremark’s Security Team helps a customer’s IT staff with the following.

· Train and prepare IT staff to recognize and handle a Cyber-attack. 

· Develop process and procedures when an attack comes.

· Conduct training to prep an internal team to defend the network. 

· Assess internal team to their effectiveness of dealing with an attack.

· Respond rapidly to a customer’s incident with years of devolved expertise in IR. 

· Assist in any investigation that may ensue from a potential breach.
4.1.3.5.3 Application Firewall Management
Our service consists of tuning, reporting, integrating logs and ensuring the efficient operation and management of this important security layer.
· Managing and monitoring the Netscaler® Based Web Application Firewall from Citrix

· Enabling businesses to efficiently maintain control over critical data stored in SQL databases, while transparently protecting Web applications

· Developing  policy  and  automate  maintenance  and  endeavor  to  eliminate  the  need  for  manual configuration and tuning

· Using the learning and tuning features during the deployment that do not require any changes to the Web application or network

· Ensuring that this transparent inspection technology delivers high performance, sub-millisecond latency, and multiple high availability options

· Building a comprehensive model of legitimate application usage so that security policy is generated automatically

· Modeling changes to applications, usage patterns and data structures over time

5 USA Commitment to Promote Small Business Participation Procurement Programs

PREAMBLE

Terremark Federal Group provides commercial products and services to ordering activities. We are committed to promoting participation of small, small disadvantaged and women-owned small businesses in our contracts.  We pledge to provide opportunities to the small business community through reselling opportunities, mentor-protégé programs, joint ventures, teaming arrangements, and subcontracting.
COMMITMENT

To actively seek and partner with small businesses.

To identify, qualify, mentor and develop small, small disadvantaged and women-owned small businesses by purchasing from these businesses whenever practical.

To develop and promote company policy initiatives that demonstrate our support for awarding contracts and subcontracts to small business concerns.

To undertake significant efforts to determine the potential of small, small disadvantaged and women-owned small business to supply products and services to our company.

To insure procurement opportunities are designed to permit the maximum possible participation of small, small disadvantaged, and women-owned small businesses.

To attend business opportunity workshops, minority business enterprise seminars, trade fairs, procurement conferences, etc., to identify and increase small businesses with whom to partner.

To publicize in our marketing publications our interest in meeting small businesses that may be interested in subcontracting opportunities.

We signify our commitment to work in partnership with small, small disadvantaged and women-owned small businesses to promote and increase their participation in ordering activity contracts. To accelerate potential opportunities please contact Terremark Federal Group at (703) 964-8928.
6 Best Value Blanket Purchase Agreement Federal Supply Schedule

(Insert Customer Name)

In the spirit of the Federal Acquisition Streamlining Act   (ordering activity) and (Contractor) enter into a cooperative agreement to further reduce the administrative costs of acquiring commercial items from the General Services Administration (GSA) Federal Supply Schedule Contract(s) ____________________.

Federal Supply Schedule contract BPAs eliminate contracting and open market costs such as: search for sources; the development of technical documents, solicitations and the evaluation of offers.  Teaming Arrangements are permitted with Federal Supply Schedule Contractors in accordance with Federal Acquisition Regulation (FAR) 9.6. 

This BPA will further decrease costs, reduce paperwork, and save time by eliminating the need for repetitive, individual purchases from the schedule contract.  The end result is to create a purchasing mechanism for the ordering activity that works better and costs less.

Signatures







Ordering Activity
Date

Contractor
Date

BPA NUMBER_____________

(CUSTOMER NAME)
BLANKET PURCHASE AGREEMENT

Pursuant to GSA Federal Supply Schedule Contract Number(s)____________, Blanket Purchase Agreements, the Contractor agrees to the following terms of a Blanket Purchase Agreement (BPA) EXCLUSIVELY WITH (ordering activity):

(1)
The following contract items can be ordered under this BPA. All orders placed against this BPA are subject to the terms and conditions of the contract, except as noted below:

MODEL NUMBER/PART NUMBER

*SPECIAL BPA DISCOUNT/PRICE















(2)
Delivery:  

DESTINATION

DELIVERY SCHEDULES / DATES















(3)
The ordering activity estimates, but does not guarantee, that the volume of purchases through this agreement will be _________________________.


(4)
This BPA does not obligate any funds.


(5)
This BPA expires on _________________ or at the end of the contract period, whichever is earlier.


(6)
The following office(s) is hereby authorized to place orders under this BPA:

OFFICE

POINT OF CONTACT














(7)
Orders will be placed against this BPA via Electronic Data Interchange (EDI), FAX, or paper.     


(8)
Unless otherwise agreed to, all deliveries under this BPA must be accompanied by delivery tickets or sales slips that must contain the following information as a minimum:

(a)
Name of Contractor;

(b)
Contract Number;

(c)
BPA Number; 

(d)
Model Number or National Stock Number (NSN);

(e)
Purchase Order Number;

(f)
Date of Purchase;

(g)
Quantity, Unit Price, and Extension of Each Item (unit prices and extensions need not be shown when incompatible with the use of automated systems; provided, that the invoice is itemized to show the information); and

(h)
Date of Shipment.


(9)
The requirements of a proper invoice are specified in the Federal Supply Schedule contract.  Invoices will be submitted to the address specified within the purchase order transmission issued against this BPA.


(10)
The terms and conditions included in this BPA apply to all purchases made pursuant to it.  In the event of an inconsistency between the provisions of this BPA and the Contractor’s invoice, the provisions of this BPA will take precedence.

*******************************************************************************************

7 Basic Guidelines for Using Contractor Team Arrangements 

Federal Supply Schedule Contractors may use “Contractor Team Arrangements” (see FAR 9.6) to provide solutions when responding to a ordering activity requirements.

These Team Arrangements can be included under a Blanket Purchase Agreement (BPA).  BPAs are permitted under all Federal Supply Schedule contracts.

Orders under a Team Arrangement are subject to terms and conditions or the Federal Supply Schedule Contract.

Participation in a Team Arrangement is limited to Federal Supply Schedule Contractors.

Customers should refer to FAR 9.6 for specific details on Team Arrangements.

Here is a general outline on how it works:

· The customer identifies their requirements.

· Federal Supply Schedule Contractors may individually meet the customers needs, or -

· Federal Supply Schedule Contractors may individually submit a Schedules “Team Solution” to meet the customer’s requirement.

· Customers make a best value selection.

8 Products and Services Pricing
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Configuration / Service Offering
	Part Number
	SIN
	GSA MRC
	GSA NRC

	AC, Power Strip 120V
	TMCOL-PWRSTR-23
	132-52
	$0.00
	$200.00

	AC, Power Strip 208V
	TMCOL-PWRSTR-24
	132-52
	$0.00
	$245.00

	AC, Power Strip 208V 3p
	TMCOL-PWRSTR-25
	132-52
	$0.00
	$345.00

	Cabling COAX 12 Count BNC
	TMCOL-CAB-27
	132-52
	$0.00
	$1,165.00

	Cabling COAX 6 Count BNC
	TMCOL-CAB-28
	132-52
	$0.00
	$750.00

	Cabling Fiber Multi or Single Mode 12-count w/ Connectors
	TMCOL-CAB-29
	132-52
	$0.00
	$1,005.00

	Cabling Fiber Multi or Single Mode 24-count w/ Connectors 
	TMCOL-CAB-30
	132-52
	$0.00
	$1,590.00

	Cabling Fiber Multi or Single Mode 48-count w/ Connectors
	TMCOL-CAB-31
	132-52
	$0.00
	$2,845.00

	Cabling Fiber Multi or Single Mode 96-count w/ Connectors
	TMCOL-CAB-32
	132-52
	$0.00
	$5,450.00

	Cabling Twisted Pair 12 port (CAT5e/CAT6)
	TMCOL-CAB-33
	132-52
	$0.00
	$620.00

	Cabling Twisted Pair 24 port (CAT5e/CAT6)
	TMCOL-CAB-34
	132-52
	$0.00
	$800.00

	Cabling Twisted Pair 48 port (CAT5e/CAT6)
	TMCOL-CAB-35
	132-52
	$0.00
	$1,200.00

	Colocation Install: Cable Management (4"x4"x6') 
	TMCOL-CABMAN-26
	132-52
	$0.00
	$28.00

	Colocation Install: Cage Standard Install (setup per Linear ft.)
	TMCOL-CAG-40
	132-52
	$0.00
	$45.00

	Colocation Install: Cage Standard Install Door 
	TMCOL-CAG-41
	132-52
	$0.00
	$320.00

	Colocation Install: CAT6 Jumper 7'
	TMCOL-JUMPC6-7
	132-52
	$0.00
	$5.00

	Colocation Install: Customer Cabinet Installation within new or previously provisioned cage space
	TMCOL-CABINS-46
	132-52
	$0.00
	$375.00

	Colocation Install: Customer Rack Installation within new or previously provisioned cage space
	TMCOL-CABINS-47
	132-52
	$0.00
	$300.00

	Colocation Install: MMF Jumper 10M
	TMCOL-JUMPMMF15
	132-52
	$0.00
	$275.00

	Cross-Connect (Ethernet CAT6) copper 
	TFCOL-CC-ETHERNET
	132-52
	$237.50
	$220.00

	Cross-Connect (Fiber - MM Miami only) 
	TFCOL-CC-FIBER-MM
	132-52
	$332.50
	$475.00

	Cross-Connect (Fiber - SM) 
	TFCOL-CC-FIBER-SM
	132-52
	$245.00
	$475.00

	Cross-Connect (T1/E1/POTS CAT6) 
	TFCOL-CC-T1
	132-52
	$28.05
	$160.00

	Cross-Connect DS-3 (Coax) 
	TFCOL-CC-COAX
	132-52
	$237.50
	$500.00

	Data Vault Backup Service - (Professional Install Services & Training (4 Hours))
	TF60210500N
	132-51
	$0.00
	$500.00

	Data Vault Backup Service - Gateway Unit - 1TB Capacity (Stored)
	60210502N-1
	132-52
	$0.00
	$3,400.00

	Data Vault Backup Service - Gateway Unit - 5TB Capacity (Stored)
	60210502N-5
	132-52
	$0.00
	$5,160.00

	Data Vault Backup Service: 100 GB BLM
	TFDVBP100BLM
	132-52
	$38.23
	$0.00

	Data Vault Backup Service: 100 GB Online
	TFDVBP100ON
	132-52
	$69.82
	$0.00

	Data Vault Backup Service: 1000 GB BLM
	TFDVBP1000BLM
	132-52
	$382.35
	$0.00

	Data Vault Backup Service: 1000 GB Online
	TFDVBP1000ON
	132-52
	$698.20
	$0.00

	Data Vault Backup Service: 250 GB BLM
	TFDVBP250BLM
	132-52
	$95.59
	$0.00

	Data Vault Backup Service: 250 GB Online
	TFDVBP250ON
	132-52
	$174.55
	$0.00

	Dedicated Device Platform Fee: 120V - Effective 02U
	PLT-120V-02U/ANET
	132-52
	$389.94
	$0.00

	Dedicated Device Platform Fee: 120V - Effective 04U
	PLT-120V-04U/A
	132-52
	$354.05
	$0.00
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Configuration / Service Offering
	Part Number
	SIN
	GSA MRC
	GSA NRC

	Dedicated Device Platform Fee: 120V - Effective 06U
	PLT-120V-06U/A
	132-52
	$454.93
	$0.00

	Dedicated Device Platform Fee: 208V - Effective 03U
	PLT-208V-03U/A
	132-52
	$326.89
	$0.00

	Dedicated Device Platform Fee: 208V - Effective 04U
	PLT-208V-04U/A
	132-52
	$443.29
	$0.00

	Dedicated Device Platform Fee: 208V - Effective 05U
	PLT-208V-05U/A
	132-52
	$443.29
	$0.00

	Dedicated Device Platform Fee: 208V - Effective 13U
	PLT-208V-13U/A
	132-52
	$905.01
	$0.00

	Dedicated Device Platform Fee: 208V - Effective 24U
	PLT-208V-24U/A
	132-52
	$1,541.33
	$0.00

	Dedicated Device Platform Fee: 208V - Effective 40U
	PLT-208V-40U/A
	132-52
	$2,424.03
	$0.00

	Dedicated Network Bundle:  CISCO (Cisco 2801 Circuit Router)
	TFDEDCISCO3
	132-52
	$268.76
	$0.00

	Dedicated Network Bundle:  CISCO (Cisco 2821)
	TFDEDCISCO5
	132-52
	$531.71
	$0.00

	Dedicated Network Bundle:  CISCO (Cisco 3845)
	TFDEDCISCO6
	132-52
	$1,329.06
	$0.00

	Dedicated Support Service: Advanced Storage
	TFDEDASSS
	132-51
	$14,550.00
	$0.00

	Dedicated Support Service: Cloud Engineering 
	TFDEDCESS
	132-51
	$12,750.00
	$0.00

	Federal E-Cloud - 2GB RAM (per GB - Minimum 6GB required)
	TFECLD1-2
	132-52
	$177.32
	$0.00

	Federal E-Cloud - Backup (per 100GB - Requires at least 1 Backup Agent) 
	TMMH-ECLDBUP-16
	132-52
	$34.00
	$0.00

	Federal E-Cloud - Backup Agent for File Servers (per server)
	TMMH-ECLDBUPFBC-18
	132-52
	$0.00
	$60.00

	Federal E-Cloud - Burst (CPU per GHz)
	TMMH-ECLDBRST-19
	132-52
	$285.00
	$0.00

	Federal E-Cloud - Burst (RAM per GB)
	TMMH-ECLDBRST-20
	132-52
	$308.75
	$0.00

	Federal E-Cloud - Client-LAN VPN
	TMECLDUNB-CVPN
	132-52
	$23.65
	$0.00

	Federal E-Cloud - Dedicated Cloud Service: Compute (Dedicated Network - Minimum 350Ghz/700GB RAM Requires Additional Network CLIN)
	TMECLD-DDED-01
	132-52
	$82,592.00
	$26,150.00

	Federal E-Cloud - Dedicated Cloud Service: Compute (Dedicated Network - per 50GB Expansion)
	TMECLD-DDED-01EXP
	132-52
	$4,500.00
	$2,830.00

	Federal E-Cloud - Dedicated Cloud Service: Compute (Hybrid Network - Minimum 175Ghz/350GB RAM)
	TMECLD-LDED-01
	132-52
	$45,272.00
	$13,050.00

	Federal E-Cloud - Dedicated Cloud Service: Compute (Hybrid Network - per 50GB Expansion)
	TMECLD-HDED-01EXP
	132-52
	$4,800.00
	$3,015.00

	Federal E-Cloud - Dedicated Cloud Service: Network Implementation (Dedicated Network)
	TMECLD-DDED-NET-01
	132-52
	$0.00
	$604,250.00

	Federal E-Cloud - Dedicated Cloud Service: Storage  - NetApp 6080 (20TB BASE Expansion Support >250TB (Restrictions Apply))
	TMECLD-STO-BASE3140
	132-52
	$128,000.00
	$143,525.00

	Federal E-Cloud - Dedicated Cloud Service: Storage - NetApp 3140 (20TB BASE Expansion Support >100TB (Restrictions Apply))
	TMECLD-STO-BASE6080
	132-52
	$32,000.00
	$55,400.00

	Federal E-Cloud - Dedicated Cloud Service: Storage - NetApp Expansion Shelf (5TB Usable / Restrictions Apply)
	TMECLD-STO-10000X
	132-52
	$5,800.00
	$10,300.00

	Configuration / Service Offering
	Part Number
	SIN
	GSA MRC
	GSA NRC

	Federal E-Cloud - Disk Backup - per 100GB
	TFECLDBUP-100
	132-52
	$51.94
	$0.00

	Federal E-Cloud - Internet Service (Managed Router Service per meg)
	TMECLD-MRS-01
	132-52
	$24.42
	$0.00

	Federal E-Cloud - LAN-LAN VPN: Initial Network + 1 x 3Mbps Tunnel 
	TMECLDUNB-VPN
	132-52
	$304.77
	$0.00

	Federal E-Cloud - Public IP Address Expansion (1 Public IP) 
	TMECLD-IPEXP01
	132-52
	$4.03
	$0.00

	Federal E-Cloud - Public IP Address Expansion (10 Public IP) 
	TMECLD-IPEXP10
	132-52
	$29.10
	$0.00

	Federal E-Cloud - Public IP Address Expansion (25 Public IP) 
	TMECLD-IPEXP25
	132-52
	$29.81
	$0.00

	Federal E-Cloud - Public IP Address Expansion (5 Public IP) 
	TMECLD-IPEXP5
	132-52
	$5.14
	$0.00

	Federal E-Cloud - SAN Storage - per 100GB
	TFECLDSAN-100
	132-52
	$48.36
	$0.00

	Federal E-Cloud - Service Level Dedicated Cisco 2000 Circuit Router
	INFICENTRRTRCIR-2000
	132-52
	$289.06
	$0.00

	Federal E-Cloud - Service Level Dedicated Cisco 3000 Circuit Router
	INFICENTRRTRCIR-3000
	132-52
	$618.86
	$0.00

	Federal E-Cloud - Service Level Setup - Dedicated Cisco 2000 Circuit Router Deployment
	IMPINFICENTRRTRCIR-2000
	132-52
	$0.00
	$400.00

	Federal E-Cloud - Service Level Setup - Dedicated Cisco 3000 Circuit Router Deployment 
	IMPINFICENTRRTRCIR-3000
	132-52
	$0.00
	$600.00

	Federal E-Cloud - Terremark Provided OS License(Non-Outsourced Windows 2003 Standard R2 32-BIT)
	TMECLD-OS-11
	132-52
	$32.01
	$0.00

	Federal E-Cloud - Terremark Provided OS License(Non-Outsourced Windows 2003 Standard R2 w/Sql 2008 64-BIT)
	TMECLD-OS-13
	132-52
	$270.63
	$0.00

	Federal E-Cloud - Terremark Provided OS License(Non-Outsourced Windows Server 2008 Standard  32-BIT)
	TMECLD-OS-14
	132-52
	$32.01
	$0.00

	Federal E-Cloud - Terremark Provided OS License(Non-Outsourced Windows Server 2008 Standard  64-BIT)
	TMECLD-OS-15
	132-52
	$21.59
	$0.00

	Federal E-Cloud - Terremark Provided OS License(Windows Web Server 2008 64-BIT)
	TMECLD-OS-17
	132-52
	$12.61
	$0.00

	Federal E-Cloud - Two-Factor Authentication 101+ Users (per User)
	TMECLD-2F-101P
	132-52
	$43.20
	$0.00

	Federal E-Cloud - Two-Factor Authentication 1-10 Users (per User)
	TMECLD-2F-10
	132-52
	$50.40
	$0.00

	Federal E-Cloud - Two-Factor Authentication 11-25 Users (per User)
	TMECLD-2F-25
	132-52
	$47.98
	$0.00

	Federal E-Cloud - Two-Factor Authentication 26-50 Users (per User)
	TMECLD-2F-50
	132-52
	$47.20
	$0.00

	Federal E-Cloud - Two-Factor Authentication 51-100 Users (per User)
	TMECLD-2F-100
	132-52
	$44.80
	$0.00

	Federal E-Cloud - VLAN Expansion (1 Additional VLAN) 
	TMECLD-VLANEXP01
	132-52
	$0.00
	$5.00

	Federal E-Cloud - VM Upload Storage Container (per 100GB AVAILABLE ) 
	TMECLD-VMUPLD01
	132-52
	$97.00
	$0.00

	High Density Cabinet (12.8kW - calculated as 25sq. ft. - Requires Terremark pre-approval)
	TMCOL-HDCAB-50
	132-52
	$1,463.00
	$770.00

	Configuration / Service Offering
	Part Number
	SIN
	GSA MRC
	GSA NRC

	High Density Cabinet (5kW - calculated as 25sq. ft.)
	TMCOL-HDCAB-51
	132-52
	$1,144.69
	$620.00

	High Density Cabinet (6.4kW - calculated as 25sq. ft.)
	TMCOL-HDCAB-52
	132-52
	$1,254.00
	$660.00

	High Density Cabinet (9.6kW - calculated as 25sq. ft.)
	TMCOL-HDCAB-53
	132-52
	$1,358.50
	$715.00

	High Density Charges 161-200W/sqft
	TMCOL-HDPRM-54
	132-52
	$7.05
	$0.00

	High Density Charges 201-240W/sqft
	TMCOL-HDPRM-55
	132-52
	$11.40
	$0.00

	High Density Charges 241-280W/sqft
	TMCOL-HDPRM-56
	132-52
	$13.30
	$0.00

	IP Addressing /26 (62 useable) 
	TMCOL-IP-57
	132-52
	$47.50
	$22.50

	IP Addressing /28 (14 useable) 
	TMCOL-IP-58
	132-52
	$27.00
	$15.00

	IP Addressing /28 /24 (254 useable)
	TMCOL-IP-59
	132-52
	$95.00
	$48.00

	Managed Application Scanning 11-25 Web Applications per application
	TMMSS-MWAS-11-25
	132-52
	$900.00
	$210.00

	Managed Application Scanning 1-5 Web Applications per application
	TMMSS-MWAS-1-5
	132-52
	$1,125.00
	$245.00

	Managed Data Leakage Prevention (Customer Provides Server, Maint, Licenses)
	TMMSS-DLP-17
	132-52
	$1,875.00
	$2,510.00

	Managed End User Analytics (MEUA) (10Mbps/10 Servers)
	TMMSS-MEUA-10
	132-52
	$3,600.00
	$245.00

	Managed End User Analytics (MEUA) (25Mbps/25 Servers)
	TMMSS-MEUA-25
	132-52
	$7,600.00
	$245.00

	Managed End User Analytics (MEUA) (50Mbps/50 Servers) 
	TMMSS-MEUA-50
	132-52
	$14,250.00
	$245.00

	Managed Full Packet Capture Service 1TB/24 Hour Storage: Utility (Additional H/W for more storage/time available.  Design Services required)
	TMMSS-FPPCS-24
	132-52
	$750.00
	$1,000.00

	Managed HA Cisco ASA 5520
	TMMH-HACSC-25
	132-52
	$677.80
	$1,500.00

	Managed HA Cisco ASA 5540
	TMMH-HACSC-26
	132-52
	$841.51
	$1,750.00

	Managed Hosting Service: LAN-LAN VPN: Initial Network + 1 x 10Mbps Tunnel
	TMMH-VPN10M-1
	132-52
	$514.03
	$0.00

	Managed Hosting Service: LAN-LAN VPN: Initial Network + 1 x 1Mbps Tunnel
	TMMH-VPN1M-1
	132-52
	$110.83
	$0.00

	Managed Hosting Service: LAN-LAN VPN: Initial Network + 1 x 6Mbps Tunnel
	TMMH-VPN6M-1
	132-52
	$601.23
	$0.00

	Managed IDS: Utility, Up to 10 Servers/10 MB (Optional Service Add on for Managed Hosting and Colocation Customers)
	TMMSS-IDSUT-35
	132-52
	$724.55
	$550.00

	Managed IDS: Utility, Up to 100 Servers/100 MB (Optional Service Add on for Managed Hosting and Colocation Customers)
	TMMSS-IDSUT-36
	132-52
	$3,525.00
	$1,655.00

	Managed IDS: Utility, Up to 25 Servers/25 MB (Optional Service Add on for Managed Hosting and Colocation Customers)
	TMMSS-IDSUT-37
	132-52
	$1,500.00
	$825.00

	Managed IDS: Utility, Up to 50 Servers/50 MB (Optional Service Add on for Managed Hosting and Colocation Customers)
	TMMSS-IDSUT-38
	132-52
	$2,212.50
	$1,375.00

	Managed IPS (Customer Provides Server, Maint, Licenses) Per Server
	TMMSS-IPS-39
	132-52
	$2,015.00
	$2,515.00

	Managed IPS: Utility, Up to 10 Servers/10 MB (Optional Service Add on for Managed Hosting and Colocation Customers)
	TMMSS-IPSUT-46
	132-52
	$1,171.50
	$685.00


	Configuration / Service Offering
	Part Number
	SIN
	GSA MRC
	GSA NRC

	Managed IPS: Utility, Up to 100 Servers/100 MB (Optional Service Add on for Managed Hosting and Colocation Customers)
	TMMSS-IPSUT-47
	132-52
	$4,188.78
	$1,795.00

	Managed IPS: Utility, Up to 25 Servers/25 MB (Optional Service Add on for Managed Hosting and Colocation Customers)
	TMMSS-IPSUT-48
	132-52
	$1,866.70
	$965.00

	Managed IPS: Utility, Up to 50 Servers/50 MB (Optional Service Add on for Managed Hosting and Colocation Customers)
	TMMSS-IPSUT-49
	132-52
	$2,682.37
	$1,520.00

	Managed Log Analysis and Reporting: Customer Provided Logs: Customer Integration and Management
	TMMSS-LA-50
	132-52
	$0.00
	$500.00

	Managed Log Analysis and Reporting: Customer Provided Logs: Per MB
	TMMSS-LA-51
	132-52
	$80.60
	$0.00

	Managed Log Analysis and Reporting: Utility, Per Server/NW Device up to 1000MB/Month 
	TMMSS-LA-52
	132-52
	$825.00
	$1,100.00

	Managed Log Analysis and Reporting: Utility, Per Server/NW Device up to 100MB/Month 
	TMMSS-LA-53
	132-52
	$82.50
	$272.00

	Managed Log Analysis and Reporting: Utility, Per Server/NW Device up to 500MB/Month 
	TMMSS-LA-54
	132-52
	$443.30
	$550.00

	Managed Network Behavior Analysis Service up to 100MB/Sec or 30 days of Flows (Additional Hardware may be required.)  
	TMMSS-NBA-55
	132-52
	$1,125.00
	$1,100.00

	Managed Router Service (1000+ Mbps; MRC per Mbps)
	TMCOL-MRS-62
	132-52
	$5.04
	$1,255.00

	Managed Router Service (101-1000 Mbps; MRC per Mbps)
	TMCOL-MRS-63
	132-52
	$9.07
	$1,255.00

	Managed Router Service (1-100 Mbps; MRC per Mbps)
	TMCOL-MRS-64
	132-52
	$14.11
	$250.00

	Managed Security Information Manager (Requires Log Analysis Service - Additional H/W may be required.  Design Services required)
	TMMSS-SIM-56
	132-52
	$1,125.00
	$1,000.00

	Managed Utility Host Based Intrusion Prevention Service (Customer Provides Server, Maint, Licenses) Per Host 
	TMMSS-HBIDS-25
	132-51
	$93.75
	$0.00

	Managed Utility Host Based Intrusion Prevention Service (Customer Provides Server, Maint, Licenses) Server Integration and Management
	TMMSS-HBIDS-26
	132-51
	$1,125.00
	$1,250.00

	MH - 50GB Weekly Network Backup
	TMMH-NETBUP-4
	132-52
	$190.00
	$0.00

	MH - Monthly Offsite Retention (Per Tape Per Monthly Option)
	TMMH-RETBUP-M
	132-52
	$16.15
	$0.00

	MH - Monthly Tape Media Fees (Per 400/800GB Tape Consumed/Month)
	TMMH-TMFPT
	132-52
	$61.75
	$0.00

	Professional Services - Data Migration (As defined by SOW based on hourly $ rate )
	TMPS-DM-1
	132-51
	$0.00
	$205.00

	Professional Services - Disaster Recovery and Planning (As defined by SOW based on hourly $ rate )
	TMPS-DRP-2
	132-51
	$0.00
	$185.00

	Professional Services - Hosting (As defined by SOW based on hourly $ rate )
	TMPS-HST-3
	132-51
	$0.00
	$185.00


	Configuration / Service Offering
	Part Number
	SIN
	GSA MRC
	GSA NRC

	Professional Services - Incident Response (As defined by SOW based on hourly $ rate )
	TMPS-IR-4
	132-51
	$0.00
	$325.00

	Professional Services - Planning and Process Development (As defined by SOW based on hourly $ rate )
	TMPS-PPD-5
	132-51
	$0.00
	$190.00

	Professional Services - Security (As defined by SOW based on hourly $ rate )
	TMPS-SEC-6
	132-51
	$0.00
	$235.00

	Professional Services - Server Migration (As defined by SOW based on hourly $ rate )
	TMPS-SRVR-7
	132-51
	$0.00
	$175.00

	Professional Services - Virtualization Assessment (0-200 Host OS - T&E not included)
	TMPS-VIRA-200
	132-51
	$0.00
	$6,600.00

	Replication Network Service (1GBPS Connection from NOTA to NCR)
	TFREPL-1GBPS
	132-52
	$12,610.00
	$0.00

	SecurityPlus AC Power Colocation: 1MW (Restrictions Apply)
	TFACPWR1MW
	132-52
	$228,000.00
	$125,000.00

	SecurityPlus AC Power Post Install Premium (Per Power Feed) 
	TMCOL-SPWR-65
	132-52
	$0.00
	$50.00

	SecurityPlus AC, 120V 20Amps, Single Phase  "A Configuration"
	TMCOL-SPWR-66
	132-52
	$275.40
	$245.00

	SecurityPlus AC, 120V 20Amps, Single Phase  "A/B Configuration"
	TMCOL-SPWR-67
	132-52
	$283.06
	$445.00

	SecurityPlus AC, 120V 30Amps, Single Phase  "A/B Configuration"
	TMCOL-SPWR-69
	132-52
	$619.65
	$850.00

	SecurityPlus AC, 208V 20Amps, Single Phase  "A/B Configuration"
	TMCOL-SPWR-73
	132-52
	$716.04
	$450.00

	SecurityPlus AC, 208V 20Amps, Three Phase  "A/B Configuration"
	TMCOL-SPWR-75
	132-52
	$1,238.75
	$650.00

	SecurityPlus AC, 208V 30Amps, Single Phase  "A Configuration"
	TMCOL-SPWR-76
	132-52
	$716.04
	$445.00

	SecurityPlus AC, 208V 30Amps, Single Phase  "A/B Configuration"
	TMCOL-SPWR-77
	132-52
	$735.93
	$850.00

	SecurityPlus AC, 208V 30Amps, Three Phase  "A/B Configuration"
	TMCOL-SPWR-79
	132-52
	$1,858.12
	$1,250.00

	SecurityPlus AC, 208V 50Amps, Single Phase  "A/B Configuration"
	TMCOL-SPWR-81
	132-52
	$1,790.10
	$1,250.00

	SecurityPlus AC, 208V 50Amps, Three Phase  "A/B Configuration"
	TMCOL-SPWR-83
	132-52
	$3,096.87
	$1,860.00

	SecurityPlus AC, 208V 60Amps, Single Phase  "A/B Configuration"
	TMCOL-SPWR-85
	132-52
	$2,148.12
	$1,655.00

	SecurityPlus AC, 208V 60Amps, Three Phase  "A/B Configuration"
	TMCOL-SPWR-87
	132-52
	$3,716.24
	$1,860.00

	SecurityPlus Admin Space - General Usage (Restrictions Apply)
	TMCOLOADM-SPC
	132-52
	$3.16
	$15.00

	SecurityPlus Admin Space DCID 6/9 Compliant (Restrictions Apply)
	TMCOLOADM-SSPC
	132-52
	$6.34
	$33.00

	SecurityPlus Collocation <1000sqft (per sq. ft. includes cooling up to 160watts)(NCR, NAP Miami SecurityPlus Area)
	TMCOL-SCAGE-88
	132-52
	$36.27
	$60.00

	SecurityPlus Collocation >10000sqft(per sq. ft. includes cooling up to 160watts)(NCR, NAP Miami SecurityPlus Area)
	TMCOL-SCAGE-89
	132-52
	$32.90
	$60.00


	Configuration / Service Offering
	Part Number
	SIN
	GSA MRC
	GSA NRC

	SecurityPlus Collocation 1000sqft to 5000sqft (per sq. ft. includes cooling up to 160watts) (NCR, NAP Miami SecurityPlus Area)
	TMCOL-SCAGE-90
	132-52
	$32.89
	$60.00

	SecurityPlus Collocation 5001sqft to 10000sqft (per sq. ft. includes cooling up to 160watts)(NCR, NAP Miami SecurityPlus Area)
	TMCOL-SCAGE-91
	132-52
	$32.89
	$60.00

	SecurityPlus Custom AC, 208V 10Amps, Single Phase  "A/B Configuration" Flexible Amperage (per 10 Amp / Minimum 20 Amps) 
	TMCOL-SPWR-70
	132-52
	$380.74
	$150.00

	SecurityPlus Custom AC, 208V 10Amps, Three Phase  "A/B Configuration" Flexible Amperage (per 10 Amp / Minimum 20 Amps)
	TMCOL-SPWR-71
	132-52
	$658.69
	$350.00

	SecurityPlus Custom DC, Amps 10, -48V (Minimum 20 Amps)
	TMCOL-SPWR-93
	132-51
	$401.99
	$1,105.00

	SecurityPlus DCID Compliant Lock and Integration (Restrictions Apply)
	TMCOLOLOCKS
	132-52
	$0.00
	$12,575.00

	SecurityPlus Technical Support:  RemoteHands (on demand)
	TMPS-SRH-8
	132-52
	$0.00
	$180.00

	SecurityPlus Technical Support:  RemoteHands™ Subscription (4 hours/month)
	TMPS-SRHS-9
	132-52
	$684.00
	$0.00

	SecurityPlus Technical Support:  RemoteHands™ Subscription (8 hours/month)
	TMPS-SRHS-10
	132-52
	$1,140.00
	$0.00

	SecurityPlus Technical Support:  SmartHands™  (on demand)
	TMPS-SSH-11
	132-52
	$0.00
	$255.00

	SecurityPlus Technical Support:  SmartHands™ Subscription (4 hours/month)
	TMPS-SSHS-12
	132-52
	$952.04
	$0.00

	SecurityPlus Technical Support:  SmartHands™ Subscription (8 hours/month)
	TMPS-SSHS-13
	132-52
	$1,260.00
	$0.00

	SecurityPlus Terremark Provided 23" cabinet-equivalent   (up to 3200watts)
	TMCOL-SCAB-92
	132-52
	$1,026.38
	$1,100.00

	SecurityPlus Terremark Provided 23" cabinet-equivalent (up to 3200watts)
	TMCOL-CAB-105
	132-52
	$719.64
	$1,100.00

	SecurityPlus Terremark Provided 23" cabinet-equivalent (within Cage/SecurityPlus environment) - cage purchase
	TMCOL-CAB-106
	132-52
	$0.00
	$1,100.00

	SecurityPlus Terremark Provided Cabinet Shelving (ar8122blk/equivalent)
	TMCOL-SHE-8122
	132-51
	$0.00
	$50.00

	SecurityPlus Terremark Provided Relay Rack (up to 3200watts)
	TMCOL-RR-108
	132-52
	$1,178.00
	$520.00

	Tape Archival: Dedicated Backup Encryption Management Server  
	TFDEDBUP-SRVR
	132-52
	$1,455.00
	$245.00

	Tape Archival: Media Fee: (Per Tape)
	TFTAMF
	132-52
	$0.00
	$27.94

	Tape Archival: Offsite Tape Pickup Bi-Weekly - Closed Container (Per 1-20 Tapes / does NOT include tape media costs)
	TFTATP20B
	132-52
	$291.27
	$250.00

	Tape Archival: Offsite Tape Pickup Daily - Closed Container (Per 1-20 Tapes / does NOT include tape media costs)
	TFTATP20D
	132-52
	$3,099.15
	$250.00

	Tape Archival: Offsite Tape Pickup Monthly - Closed Container (Per 1-20 Tapes / does NOT include tape media costs)
	TFTATP20M
	132-52
	$99.43
	$245.00

	Tape Archival: Offsite Tape Pickup Weekly - Closed Container (Per 1-20 Tapes / does NOT include tape media costs)
	TFTATP20W
	132-52
	$504.40
	$245.00
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